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Preface

As we continue our journey into the twenty-first century, our reliance on technology and cyber infrastructure has increased at an incredible pace. This fact is not lost on those who wish to use technology for criminal activities. If we believe the current statistics that are available, the frequency and prevalence of cybercrime have reached epidemic proportions. The estimated loss as a result of cyber criminal activity is hundreds of millions of dollars annually. Cybercrime is undoubtedly the new transnational criminal activity with no boundaries or borders. As such, it is important that the international community (industry, government, law enforcement, and academia) come together in order to share ideas and possible solutions to help us deal with this global, increasing risk.

This volume contains papers presented at the 4th Annual International ICST Conference on Digital Forensics and Cybercrime (ICDF2C 2012), held October 25–26 2012, in Lafayette, Indiana, USA. ICDF2C is unique in that it brings together the various constituents in the digital forensic field (e.g., academia, government, law enforcement, business). The focus of the conference is on the applied nature of digital forensics and it provides an opportunity for researchers and practitioners to interact and discuss the various challenges and potential solutions.

The 20 papers presented in this volume represent an excellent cross section of the current work in the field of digital forensics. The topics covered range from behavior and law, to mobile devices, malware and new developments. The papers went through a double-blind peer review process. Three reviewers selected from the Technical Program Committee reviewed each paper.

We would like to thank those individuals who volunteered their time to be on the Technical Program Committee, as well as all of the people who volunteered to be Chairs of the various sections. The success of the conference was in large part due to the efforts of the staff at EAI, with a special thank you for the tireless efforts of Erica Polini, who kept us all on track.
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