Preface

This volume contains papers presented at the Fourth International Workshop on Mathematical Methods, Models and Architectures for Computer Network Security (MMM-ACNS 2007) held in St. Petersburg, Russia, during September 13–15, 2007. The workshop was organized by the St. Petersburg Institute for Informatics and Automation of the Russian Academy of Sciences (SPIIRAS) in cooperation with Binghamton University (SUNY, USA).

The organizers are proud that the MMM-ACNS workshops hosted by the St. Petersburg Institute for Informatics and Automation in 2001, 2003 and 2005 evolved into a bi-annual series recognized in the professional community. These events not only demonstrated the keen interest of the participating researchers in the subject matter and the opportunity to present and disseminate individual achievements, but also promoted the spirit of cooperation, camaraderie, free exchange of ideas, and intellectually stimulating interaction between colleagues.

Again, MMM-ACNS 2007 provided an international forum for sharing original research results among specialists in fundamental and applied problems of computer network security. An important distinction of the conference was its focus on mathematical aspects of information and computer network security addressing the ever-increasing demands for secure computing and highly dependable computer networks.

A total of 56 papers from 18 countries related to significant aspects of both theory and applications of computer network and information security were submitted to MMM-ACNS 2007. In total, 18 papers were selected for regular presentations and 12 for short presentations (32 % of acceptance for full papers and 53 % for all papers).

The MMM-ACNS 2007 program was enriched by invited papers presented by six distinguished invited speakers: Christian Collberg (University of Arizona, USA), Angelos D. Keromytis (Columbia University, USA), Paulo Verissimo (University of Lisbon, Portugal), Jean-Daniel Aussel (Gemalto, France), Mauricio Sanchez (ProCurve Networking, HP, USA) and Victor Serdiouk (DialogueScience, Inc., Russia) addressing important theoretical aspects and advanced applications.

The success of the workshop was assured by the team efforts of sponsors, organizers, reviewers and participants. We would like to acknowledge the contributions of the individual Program Committee members and thank the paper reviewers.

Our sincere gratitude goes to the participants of the workshop and all authors of the submitted papers. We are grateful to our sponsors: European Office of Aerospace Research and Development (EOARD) of the U.S. Air Force and the U.S. Office of Naval Research Global (ONRGlobal) for their generous support.
We also wish to express our gratitude to the Springer LNCS team managed by Alfred Hofmann for their help and cooperation.
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