As networked computer systems of all scales have come to constitute an integral and indispensable part of social infrastructures, the security and reliability of their software systems are now a major social concern. For more than the last three decades, the security of software systems has been an important area of computer science, yet it is a rather recent general recognition that technologies for software security are highly needed. This recognition was formed, of course, as a result of the social losses caused by recurring attacks against various server systems and the software failures of personal computers due to computer viruses. Many such attacks and failures could have been prevented with currently available techniques. Even in the immediate future, however, computers will be much more pervasive and will be operated by more complex software systems. The chances of creating security holes in their software construction will ever increase. Also, the attack methods and mechanisms will be much more sophisticated. Although we face such a grave reality, our technology for software security is still in its infancy. More intensive and wider ranging research is critical for making software social infrastructures secure and dependable.

The International Symposium on Software Security 2002, held in Keio University, Tokyo, November 8–10, 2002, aimed to provide a forum for research discussions and exchanges among world-leading scientists in the fields of both theoretical and system aspects of security in software construction. The program of the symposium was a combination of invited talks and selected presentations of research works. It included the most recent visions and research of the invited speakers, as well as 12 contributions of the research funded by a MEXT grant-in-aid for scientific research on the priority area “Implementation Scheme for Secure Computing.”

This volume is composed of revised versions of the papers read at the symposium. It covers recently developed topics such as the security of pervasive computing, P2P systems and autonomous distributed agents, secure software circulation, compilers for fail-safe C language, the construction of secure mail systems, type systems and multiset rewriting systems for security protocols, and privacy issues.

As the collected papers are strong, the editing process of this volume was smooth and enjoyable. But successfully holding the symposium itself required a lot of work, which was heavily dependent on staffs and graduate students of Keio University, the Tokyo University of Science, and the University of Tokyo. I would very much to thank them, especially for their enthusiasm. Finally, on behalf of the program committee, I would like to express our sincere thanks to the external reviewers whose names are listed on a separate page. Their comments significantly strengthened the papers.
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