More information about this series at http://www.springer.com/series/7410
Preface

This volume contains the papers presented at ACISP 2015: the 20th Australasian Conference on Information Security and Privacy held from June 29 to July 1, 2015, in Brisbane, Australia. The conference was hosted by the Institute for Future Environments at the Queensland University of Technology, who provided the wonderful facilities and material support. The local Organizing Committee was led by the ACISP 2015 general chair, Josef Pieprzyk, with administration led by Cindy Mayes. We appreciate the support of Ed Dawson and Seyit Camtepe in the conference organization. We made use of the excellent EasyChair submission and reviewing software.

There were 112 submissions. Each submission was allocated to three Program Committee members and each paper received on average 2.9 reviews. The committee decided to accept 28 papers. Accepted papers came from 13 countries with the largest proportions coming from Australia (6), Japan (6), India (5), China (4), and Germany (2). Other authors are from Belgium, Canada, France, Luxembourg, The Netherlands, New Zealand, Singapore, and the USA. We would like to extend our sincere thanks to all authors who submitted papers to ACISP 2015.

The program also included three excellent and informative invited talks. One of these was from an eminent cryptography researcher and the other two were from highly experienced security practitioners: Professor Colin Boyd, from the Norwegian University of Science and Technology (NTNU); Jason Smith, from CERT Australia; and Simon Pope, from the Microsoft Security Response Center.

We would like to thank the team of experts who made up the Program Committee. Their names are listed overleaf. The Program Committee was assisted by an even larger team of people who reviewed papers in their area of expertise. The list of these reviewers is also included. Finally, we would like to thank Springer for their help with the production of these conference proceedings and their commitment to the ACISP conference for the last 20 years. We look forward to many more years of ACISP.
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