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Preface

This volume contains the papers selected for presentation at the 18th IFIP International Information Security Conference (IFIP/SEC-2003) and at the associated Workshops. The Conference and Workshops were held on 26-28 May 2003, in Athens, Greece, and hosted by the Athens Chamber of Commerce and Industry.

In response to the call for papers, 121 papers were submitted to the main conference track. These papers were evaluated on the basis of their significance, novelty, and technical quality. Each paper was reviewed by at least three members of the Programme Committee. The Program Committee meeting was held electronically. Of the papers submitted, 33 were selected for presentation at the conference (an acceptance rate of 27%). This volume contains also 18 short papers selected with a similar process by the Workshop Committees from additional papers submitted to their Workshops.

An event like this just does not happen; it depends on the volunteering efforts of a lot of individuals, as well as on the support of the local co-organizers and of the sponsoring institutions. There is a long list of people who volunteered their time and energy to put together the conference and workshops and who deserve special thanks. We thank Bart De Decker, Simone Fisher-Hübner, Kai Rannenberg, Jan Verschuren and Matt Warren, for chairing the Workshop committees. We also thank all the members of the program committees, and the external reviewers for their hard work in the paper evaluation and Sabrina De Capitani di Vimercati who collated this volume. We are grateful to the local co-organizing institutions (the Athens Chamber of Commerce and Industry, the Athens University of Economics and Business, and the University of the Aegean) as well as to the main sponsors of the Conference (Citibank, and Ernst & Young). We are also grateful to the people whose hard work ensured a smooth organization process. Among them we would like to mention Nickolas Kyrloglou, Maria Karyda, Dimitris Lekkas, Sia Vagena.
Last, but certainly not least, our thanks go to the members of TC-11 of IFIP, who gave us the opportunity to organize this event, to all the authors who submitted papers, and to all the attendees. We hope you find the programme stimulating.

Dimitris Gritzalis, Athens University of Economics and Business
(General Chair)

Pierangela Samarati, Università di Milano
Sokratis Katsikas, University of the Aegean
(Program Chairs)
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