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Preface

Eurocrypt 2016, the 35th annual International Conference on the Theory and Applications of Cryptographic Techniques, was held in Vienna, Austria, during May 8–12, 2016. The conference was sponsored by the International Association for Cryptologic Research (IACR). Krzysztof Pietrzak (IST Austria), together with Joël Alwen, Georg Fuchsbauer, Peter Gaži (all IST Austria), and Eike Kiltz (Ruhr-Universität Bochum), were responsible for the local organization. They were supported by a local organizing team consisting of Hamza Abusalah, Chethan Kamath, and Michal Rybár (all IST Austria). We are indebted to them for their support and smooth collaboration.

The conference program followed the now established parallel track system where the works of the authors were presented in two concurrently running tracks. As in the previous edition of Eurocrypt, one track was labeled $R$ (for real) and the other one was labeled $I$ (for ideal). Only the invited talks, the tutorial, the best paper, papers with honorable mentions, and the final session of the conference spanned over both tracks.

The proceedings of Eurocrypt contain 62 papers selected from 274 submissions, which corresponds to a record number of submissions in the history of Eurocrypt. Each submission was anonymized for the reviewing process and was assigned to at least three of the 55 Program Committee members. Submissions co-authored by committee members were assigned to at least four members. Committee members were allowed to submit at most one paper, or two if both were co-authored. The reviewing process included a first-round notification followed by a rebuttal for papers that made it to the second round. After extensive deliberations the Program Committee accepted 62 papers. The revised versions of these papers are included in these two-volume proceedings.

The committee decided to give the Best Paper Award to “Tightly Secure CCA-Secure Encryption Without Pairings” by Romain Gay, Dennis Hofheinz, Eike Kiltz, and Hoeteck Wee. The two runners-up to the award, “Indistinguishability Obfuscation from Constant-Degree Graded Encoding Schemes” by Huijia Lin and “Essentially Optimal Robust Secret Sharing with Maximal Corruptions” by Allison Bishop, Valerio Pastro, Rajmohan Rajaraman, Daniel and Wichs, received honorable mentions. All three papers received invitations for the Journal of Cryptology.

The program also included invited talks by Karthikeyan Bhargavan, entitled “Protecting Transport Layer Security from Legacy Vulnerabilities”, Bart Preneel, entitled “The Future of Cryptography” (IACR distinguished lecture), and Christian Collberg, entitled “Engineering Code Obfuscation.” In addition, Emmanuel Prouff gave a tutorial about “Securing Cryptography Implementations in Embedded Systems.” All the speakers were so kind as to also provide a short abstract for the proceedings.

We would like to thank all the authors who submitted papers. We know that the Program Committee’s decisions, especially rejections of very good papers that did not find a slot among the sparse number of accepted papers, can be very disappointing. We sincerely hope that the rejected works eventually get the attention they deserve.
We are also indebted to the Program Committee members and all external reviewers for their voluntary work, especially since the newly established and unified page limits and the increasing number of submissions induce quite a workload. It has been an honor to work with everyone. The committee’s work was tremendously simplified by Shai Halevi’s submission software and his support, including running the service on IACR servers.

Finally, we thank everyone else—speakers, session chairs, and rump session chairs—for their contribution to the program of Eurocrypt 2016.
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Invited Talks and Tutorial Papers
Protecting Transport Layer Security from Legacy Vulnerabilities

Karthikeyan Bhargavan
INRIA

Abstract. The Transport Layer Security protocol (TLS) is the most widely-used secure channel protocol on the Web. After 20 years of evolution, TLS has grown to include five protocol versions, dozens of extensions, and hundreds of ciphersuites. The success of TLS as an open standard is at least partially due its protocol agility: clients and servers can implement different subsets of protocol features and still interoperate, as long as they can negotiate a common version and ciphersuite. Hence, software vendors can seamlessly deploy newer cryptographic mechanisms while still supporting older algorithms for backwards compatibility.

An undesirable consequence of this agility is that obsolete and broken ciphers can stay enabled in TLS clients and servers for years after cryptographers have explicitly warned against their use. Practitioners consider this relatively safe for two reasons. First, the TLS key exchange protocol incorporates downgrade protection, so if a client and server both support a strong ciphersuite, they should never negotiate a weaker ciphersuite even if it is enabled. Second, even if a connection uses a cryptographic algorithm with known weaknesses, it is typically hard to exploit the theoretical vulnerability to attack the protocol.

In this talk, we will see that both these assumptions are false. Leaving legacy crypto unattended within TLS configurations has serious consequences, as shown by a recent series of downgrade attacks including Logjam [1] and SLOTH [3]. We will show how these attacks expose protocol-level weaknesses in TLS that can be exploited with practical cryptanalysis. We will propose a new notion of downgrade resilience for key exchange protocols [2] and use this definition to evaluate the downgrade protections mechanisms built into the upcoming TLS 1.3 protocol.
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The Future of Cryptography

Bart Preneel

KU Leuven and iMinds
Department of Electrical Engineering-ESAT/COSIC
Kasteelpark Arenberg 10 Bus 2452, B-3001 Leuven, Belgium
bart.preneel@esat.kuleuven.be

Abstract. We reflect on the historic role of cryptography. We develop the contrast between its success as an academic discipline and the serious shortcomings of current cryptographic deployments in protecting users against mass surveillance and overreach by corporations. We discuss how the cryptographic research community can contribute towards addressing these challenges.

Since its early days, the goal of cryptography is to protect confidentiality of information, which means that it is used to control who has access to information. A second goal of cryptography is to protect authenticity of data and entities: this allows to protect payment information, transaction records but also configuration files and software. Cryptography also plays a central role in the protection of meta data: in many settings it is important to hide the identities and locations of the communicating parties. In modern cryptography much more complex goals can be achieved beyond protection communications and stored data: cryptographic techniques are used to guarantee the correctness of the execution of a program or to obfuscate programs. Multi-party computation allows parties to compute on data while each one can keep its input private and all can check the correctness of the results, even if some of the parties are malicious. Sophisticated techniques are being developed to compute on encrypted data and to search in the data. Even in a domain as challenging as e-voting progress is being made.

Until the late 1980s, cryptographic devices were expensive, which means that the use of cryptography was limited to military, government, and diplomatic applications as well as a few business contexts such as financial transactions. In the early 1990s the cost of cryptography dropped quickly as the increased power of CPUs made it feasible to implement crypto in software. This resulted in the crypto wars, in which government key escrow schemes were proposed and defeated. One decade later commodity cryptographic hardware started to appear, resulting in a cryptography everywhere. The fast dropping cost of cryptography combined with a rich cryptographic literature leads to the conclusion that today cryptography is widespread.

A quick count shows that there are about 30 billion devices with cryptography. The largest volumes are for mobile communications, the web ecosystem, access cards, bank cards, DRM for media protection, hard disk encryption, and applications such as WhatsApp and Skype. It is remarkable that very few of those mass applications offer end-to-end confidentiality protection; moreover, those that do typically have some key
management or governance issue: the specifications or the source code are not public, or the ecosystem is brittle as it relies on trust in hundreds of CAs.

The threat models considered in cryptographic papers can be very strong: we assume powerful opponents who can intercept all communications, corrupt some parties, and perform expensive computations. Since the mid-1990s we take into account opponents who use physics to eavesdrop on signals (side channel attacks) or inject faults in computations. However, the Snowden revelations have shown that our threat models are not sufficiently strong to model intelligence agencies: they undermine the standardization process by injecting stealthily schemes with backdoors, they increase complexity of standards, break supply-chain integrity, undermine end systems using malware, obtain keys using security letters or via malware, and exploit implementation weaknesses, to name just a few.

By combining massive interception with sophisticated search techniques, intelligence agencies have developed mass surveillance systems that are a threat to our values and democracy. In response academic cryptographers have started to publish articles that consider some of these more advanced threat models. Industry has expanded its deployment of cryptography and increased the strength of deployments, e.g., by switching to solutions that offer forward secrecy. However, their efforts are sometimes limited because of the business models that monetize user data and business plans to exploit Big Data at an ever larger scale.

In terms of protection of users, progress is still very slow. The cryptographic literature has plenty of schemes to increase robustness of cryptographic implementations, but few are implemented. The reasons are cost, the lack of open source implementations, and the misalignment with business objectives that are driven by the Big Data gold rush. Moreover, in response to the modest advances made by industry, law enforcement is reviving the early 1990s crypto wars.

Overall, this complex context brings new opportunities for cryptographers: we have the responsibility to help restoring the balance of power between citizens on the one hand, and governments and corporations on the other hand. We can invent new architectures that give users more control and visibility and that avoid single points of failure. We can propose new protocols that are more robust against local compromises by malware, backdoors or security letters. And we can contribute towards developing or analyzing open implementations of these protocols to facilitate their deployment.
In the Man-at-the-end (MATE) security scenario [2] a user (and potential adversary) has physical access to a device and can gain some advantage by extracting or tampering with an asset within that device. Assets can be data (cryptographic keys and media streams) as well as code (security checks and intellectual property). As defenders, our goal is to protect the confidentiality and integrity of these assets.

MATE scenarios are ubiquitous. Consider, for example, the Advanced Metering Infrastructure where smart meters are installed at house-holds to allow utility companies to connect and disconnect users and to monitor usage. A malicious consumer can tamper with their meter to avoid payment and may even be able to send disconnect commands to other meters [5]. In the mobile Snapchat application pictures exchanged between teenagers must be deleted a few seconds after reaching a friend’s device. A malicious user can tamper with the application code to save the pictures and use them later for cyber bullying. Finally, in a massive multiplayer online game a malicious player can tamper with the game client to get an unfair advantage over other players [3].

Adversarial Model. In a realistic MATE scenario we must assume that, since the adversary has physical control over his device, in time all assets will be compromised, and, at best, any defenses will be time-limited [4]. Even protection techniques based on tamper-resistant hardware have shown themselves susceptible to attack [1]. In particular, in analogy with Kerckhoff’s principles, we must assume an adversary who has complete understanding of our system, including its source code, and who can achieve in-depth understanding of the system through static and dynamic analyses using advanced reverse engineering tools.

Protection Mechanisms and Strategies. MATE protection mechanisms are typically based on the application of obfuscating code transformations that add complexity (for confidentiality) and/or the insertion of tamper-detecting guards (for integrity). Given that individual mechanisms provide limited protection, strategies have to be put in place to extend the in-the-wild survival time.

An important such strategy is diversity. Spatial diversity (or defense-in-depth) means compounding multiple layers of interchangeable primitive protective transformations. Temporal diversity (or renewability) means to deliver, over time, an infinite and non-repeating sequence of code variants to the user. The basic principle is that every program should be protected with a different combination of transformations, that every user/potential adversary should get a uniquely protected program, and that we
will provide an ever-changing attack target to the adversary. In other words, we hope to provide long-term security by overwhelming the adversary’s analytical abilities with randomized, unique, and varying code variants.

**Evaluation and Benchmarking.** MATE protection systems are evaluated on their resilience to attack and their performance, i.e. the increase in size and speed of a protected program over the original. Many real-world applications are interactive (such as the Snapchat and game examples above), and many are running on highly constrained devices (smart meters); performance is thus always of paramount concern.

Finding the combination of primitive transformations and spatial and temporal diversity strategies that achieve the highest level of protection while staying within strict performance bounds is an unsolved engineering problem. Part of the problem is a lack of behavioral models that express the capabilities and limitations of a human adversary, and part of the problem is a lack of universally accepted benchmarks.

**Summary.** We present an overview of the engineering challenges in providing long-term protection of applications that run under complete control of an adversary. In particular, we discuss the principle of diversity and the need for adversarial modeling and benchmarking.

**Acknowledgments.** This work was funded in part by NSF grants CNF-1145913 and CNS-1525820 and BSF grant 2008362.
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Securing Cryptography Implementations in Embedded Systems

Emmanuel Prouff$^{1,2}$

$^1$ANSSI, France
emmanuel.prouff@ssi.gouv.fr
$^2$POLSYS, UMR 7606, LIP6
Sorbonne Universities, UPMC University Paris VI

Abstract. Side Channel Analysis is a class of attacks which exploit leakages of information from a cryptographic implementation during execution. To defeat them, various techniques have been introduced during the two last decades, among which masking (aka implementation sharing) is a common countermeasure. The principle is to randomly split every sensitive intermediate variable occurring in the computation into several shares and the number of shares, called the order, plays the role of a security parameter. The main issue while applying masking to protect cryptographic implementations is to specify efficient schemes to secure the non-linear steps during the processing. Several solutions, applicable for arbitrary orders, have been recently published. Most of them start from the original concept of Private Circuits originally introduced by Ishai, Sahai and Wagner at Crypto 2003. In parallel, and in order to formally prove the security of the proposed masking schemes, the community has also made important efforts to define leakage models that accurately capture the leakage complexity and simultaneously enable to build accurate security arguments. It is worth noting that there is a tight link between masking/sharing techniques, secure Multi Party Computation, Coding Theory and also Threshold Implementations. During a two hours tutorial, the main classes of countermeasures will be presented, together with models which have been introduced to prove their security. The link with other areas such as secure multi-party computation, error correcting codes and information theory will also be discussed.
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