Real-Life Cryptographic Protocols and Standardization

Preface

This workshop, “Real-Life Cryptographic Protocols and Standardization,” is intended to gather the experiences of the designers and implementers of cryptographic protocols that are deployed in real-life systems. Designing and implementing real-life systems puts forth many challenges – not only technical issues regarding the use of hardware and software, but also usability, manageability, interoperability and timing to deploy the system. Designing to fulfil all these restrictions while not degrading security frequently requires tremendous efforts. The resulting cryptographic protocols may not always be interesting at the theoretical cryptography level, but the documentation of the challenges they face and the ways such challenges were met are important to be shared with the community. Standardization also promotes the use of cryptographic protocols where the best practices from these experiences are condensed in a reusable way.

We were happy to organize the second workshop in conjunction with the Financial Cryptography and Data Security Conference 2011 in St. Lucia. The selected papers focus on real-life issues and discuss all the design criteria and relevant implementation challenges. We hope the proceedings from the series of this workshop serve as a place where researchers and engineers find the documentation of the necessary know-how for designing and implementing secure systems that have a tangible impact in real life; ultimately, we hope that this contributes to a future generation of usable real-life systems where security would be one of their intrinsic qualities.
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The goal was to continue searching for a new path in computer security that is acceptable for Institutional Review Boards at academic institutions, as well as compatible with ethical guidelines for professional societies or government institutions. The first results are beginning to appear, such as initial drafts of the Menlo Report, the equivalent of the Belmont Report for this domain.

We mixed the three papers and one panel selected from six submissions with two invited papers and one invited panel. Each submission was reviewed by at least four Program Committee members. The Program Committee carefully reviewed the submissions during an online discussion phase in fall 2010. I would like to thank the Program Committee for their work. We would like to thank all submitters for the papers and efforts, and hope that the comments received from the reviewers will allow them to progress with their work.

The workshop brought together about 35 participants, including computer security researchers, practitioners, policy makers, and legal experts, and fostered often fervent ethical and philosophical debates among participants, in order to shape the future of ethical standards in the field. The relaxed local atmosphere allowed for many continued discussions beyond the day itself, including the island excursion the following day kindly organized by the Local Arrangements Chair Fabian Monrose.

I would like to thank George Danezis, Steven Murdoch, Rafael Hirschfeld, Andrew Patrick, Jon Callas, Burton Rosenberg, and last but not least Fabian Monrose for their hard work and help in organizing this workshop. Many thanks also to those who traveled far to this island in the Eastern Caribbean.

I look forward to many more discussions at future instances of the workshop.
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Organization

The 15th International conference on Financial Cryptography and Data Security (FC 2011) was organized by the International Financial Cryptography Association (IFCA).
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