Preface

This volume contains the 16 papers presented at the INTRUST 2009 conference, held in Beijing, China in December 2009. INTRUST 2009 was the first international conference on the theory, technologies and applications of trusted systems. It was devoted to all aspects of trusted computing systems, including trusted modules, platforms, networks, services and applications, from their fundamental features and functionalities to design principles, architecture and implementation technologies. The goal of the conference was to bring academic and industrial researchers, designers and implementers together with end-users of trusted systems, in order to foster the exchange of ideas in this challenging and fruitful area.

The program consisted of 3 invited talks and 20 contributed papers. The invited speakers were Wenchang Shi (Renmin University of China), David Wooten (Microsoft) and Scott Rotondo (Sun Microsystems). The first speaker provided a paper, which is included in these proceedings. Special thanks are due to these speakers.

The contributed talks were arranged with two main tracks, one devoted to academic aspects of trusted computing systems (addressed by these proceedings), and the other devoted to industrial aspects. The contributed papers were selected out of 42 submissions from 13 countries. The refereeing process was rigorous, involving at least three (and mostly more) independent reports being prepared for each submission. We are very grateful to our hard-working and distinguished Program Committee for doing such an excellent job in a timely fashion. We believe that the result is a high-quality set of papers, some of which have been significantly improved as a result of the refereeing process.

For these proceedings the papers have been divided into seven main categories, namely, invited talk, secure storage, attestation, trusted network, virtualization, applications, and supporting technology.

We also want to thank the conference General Chairs, Robert Deng and Yongfei Han, the Organizing Chairs, Lijuan Duan and Jian Li, and Publicity Chairs, Xiaona Chen, Xuhua Ding, Sijin Li and Yu Wang, for valuable assistance and handling the arrangements in Beijing. Thanks also to easyChair for providing the submission and review webserver and to Yang Zhen for designing and maintaining the conference website.

We would also like to thank all the authors who submitted their papers to the INTRUST 2009 conference, all external referees and all the attendees of the conference. Authors of accepted papers are thanked again for revising their papers according to the feedback from the conference participants. The revised
versions were not checked by the Program Committee, so authors bear full responsibility for their contents. We thank the staff at Springer for their help with producing the proceedings.
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In December 2009, Prof. Yoram Ofek, a member of the Intrust 2009 program committee, a full professor at the University of Trento, Italy, and a world renowned expert in computer communication networks and trusted computing, passed away after two years of heroic struggle with cancer. In the last two years Yoram kept his good spirit and optimism as always, he continued his duties, his professional commitments and his active work: leading research efforts, helping career development of young colleagues, and supporting the scientific community, in general, and the trusted computing community, in particular, in many ways.

Yoram's outstanding academic career started when he received his B.Sc. degree in electrical engineering from the Technion-Israel Institute of Technology, and then he received his M.Sc. and Ph.D. degrees in electrical engineering from the University of Illinois-Urbana. He then expanded his research while at IBM T. J. Watson Research Center, and for his invention of the MetaRing and his contributions to the SSA storage products, he was awarded the IBM Outstanding Innovation Award. After IBM, he ran his own startup company Synchrodyne, and then got a distinguished award by the European Commission and became “A Marie Curie Chair Professor in Trento,” prior to his appointment as a full professor in the same university.

Professor Ofek’s achievements include 45 USA and European patents and more than 120 journal and conference papers. As a networking expert, he invented six novel architectures for networking, computing and storage: (1) A ring networks with spatial bandwidth reuse with a family of fairness algorithms; (2) An optical hypergraph for combining multiple passive optical stars with burst mode bit synchronization and clock synchronization; (3) The notion of embedding of virtual rings in arbitrary topology networks optimized for distributed computing; (4) Global IP packet switching network, which utilizes UTC and pipeline forwarding to guarantee deterministic operation, optimized for streaming media applications; and (6) Optical fractional lambda switching for WDM networks, optimized for switching scalability. His work on
trusted computing, in turn, centered around the invention of methods for remote au-
thentication (remote entrusting) of software during execution that can be used for
numerous tasks, such as protection of programs run remotely on networks and servers,
distributed, cloud and grid remote executions, and protecting (audio/video) content at
remote users. For his accomplishment Dr. Ofek was elected a fellow of the IEEE.

Yoram was a kind and warm person, passionate about his work and computer sci-
ence and engineering in general, he was highly respected as a friend, colleague, re-
search leader and a teacher. He is mourned by his colleagues, co-workers and students
around the world who wish to extend their deepest sympathy to his wife Barbara his
four children: Tidhar, Gidon, Daphna and Maya, and the rest of his family. We dedi-
cate this conference proceedings volume to his blessed memory.
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