Preface

The 2009 RSA conference was held in San Francisco, USA, during April 20-24. The conference is devoted to security-related topics and, as part of this, hosts a distinguished track for cryptographic research. Since 2001 the proceedings of this Cryptographers’ Track (CT-RSA) have been published in the series Lecture Notes in Computer Science of Springer.

The proceedings of CT-RSA 2009 contain 31 papers selected from 93 submissions, covering a wide variety of cryptographic areas. Each submission was anonymized for the reviewing process and was assigned to at least three of the 25 Program Committee members. Submissions co-authored by committee members were assigned to at least five members. After carefully considering more than 15,000 lines (more than 100,000 words) of reviews and online discussions, the committee selected 31 submissions for acceptance. The program also included an invited talk by Kenny Paterson entitled “Cryptography and Secure Channels.”

I would like to thank all the authors who submitted papers. I am also indebted to the Program Committee members and all external reviewers for their voluntary work. The committee’s work was tremendously simplified by Shai Halevi’s submission software and his support. I would also like to thank the CT-RSA Steering Committee for electing me as Chair, and all the people from the RSA conference team for their support, especially Bree LaBollita.

January 2009

Marc Fischlin
CT-RSA 2009
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