Preface

The IEEE International Conference on Intelligence and Security Informatics (ISI) and Pacific Asia Workshop on Intelligence and Security Informatics (PAISI) conference series (http://www.isiconference.org) have drawn significant attention in the recent years. Intelligence and Security Informatics is concerned with the study of the development and use of advanced information technologies and systems for national, international, and societal security-related applications. The ISI conference series have brought together academic researchers, law enforcement and intelligence experts, information technology consultant and practitioners to discuss their research and practice related to various ISI topics including ISI data management, data and text mining for ISI applications, terrorism informatics, deception and intent detection, terrorist and criminal social network analysis, public health and bio-security, crime analysis, cyber-infrastructure protection, transportation infrastructure security, policy studies and evaluation, information assurance, among others. In this book, we collect the work of the most active researchers in the area. Topics include data and text mining in terrorism, information sharing, social network analysis, Web-based intelligence monitoring and analysis, crime data analysis, infrastructure protection, deception and intent detection and more.

Scope and Organization

The book is organized in four major areas. The first unit focuses on the terrorism informatics and data mining. The second unit discusses the intelligence and crime analysis. The third unit covers access control, infrastructure protection, and privacy. The forth unit presents surveillance and emergency response.

There are twenty-two chapters contributed by authors coming from nine different countries, including Belgium, Canada, Israel, Italy, Northern Cyprus, Singapore, Taiwan, United Kingdom and United States. The titles of the twenty-two chapters are listed below:

Chapter 1: Assured Information Sharing: Technologies, Challenges and Directions
Chapter 2: Automatic Event Extraction for the Security Domain
Chapter 3: Knowledge Discovery and Information Visualization for Terrorist Social Networks
Chapter 4: Understanding the Nexus of Terrorist Web Sites
Chapter 5: Multi-lingual Detection of Web Terrorist Content
Chapter 6: Modeling Anticipatory Event Transitions
Chapter 7: Exploring Gray Web Forum: Analysis and Investigation of Forum-Based Communities in Taiwan
Chapter 8: Identifying Interesting Networks of Criminal Activity
Chapter 9: Name Matching in Law Enforcement Database
Chapter 10: Discovering Investigation Clues through Mining Criminal Databases
Chapter 11: Automated Filtering on Data Streaming for Intelligence Analysis
Chapter 12: Personal Information Management for Intelligence Tasks
Chapter 13: A Data Miner’s Approach to Country Corruption Analysis
Chapter 14: Protecting Private Information in Online Social Networks
Chapter 15: Protection of Database Security via Collaborative Inference Detection
Chapter 16: Suspect Vehicle Identification for Border Safety
Chapter 17: Optimization Problems for Port-of-Entry Detection Systems
Chapter 18: Modeling and Validation of Aviation Security
Chapter 19: Anomaly Detection in Moving Object
Chapter 20: Intelligent Face Recognition
Chapter 21: Video Analysis of Vehicles and Persons for Surveillance
Chapter 22: Video-based Deception Detection

Audience

1. Public and private sector practitioners in the national/international and homeland security area.
2. Consultants and contractors engaged in on-going relationships with federal, state, local, and international agencies on projects related to national security.
3. Graduate level students in Information Sciences, Public Policy, Computer Science, Information Assurance, and Terrorism.
4. Researchers engaged in security informatics, homeland security, information policy, knowledge management, public administration, and counterterrorism.

We hope that the readers will find the book valuable and useful in their study or work. We also hope that the book will be a contribution to the ISI community. The researchers and practitioners in this community will continue to grow and share our research findings to contribute to the national safety around the world.
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