Preface

This volume contains papers presented at TRUST 2008, the first international conference on Trusted Computing and Trust in Information Technologies, held in March 2008 in Villach, Austria. The aim of the conference was to create a joint scientific and networking platform covering the core issues of trust in IT systems and trusted computing and to bridge the gaps between international research groups and projects in closely related fields.

The organizers received 43 submissions from 17 countries. Each of the submitted papers was reviewed by three reviewers. Based on these reviews 13 papers were selected as suitable for the conference and the authors were asked to present their work. Further, six renowned speakers from academia, industry and the European Commission were invited for keynotes. The accepted papers are published in this volume together with one paper from Paul England, one of the invited speakers at TRUST 2008.

The conference was supported by the European Commission via the Open-TC project (FP6 IST-027635), by the Austrian Research Promotion Agency (FFG) and by the city of Villach.

We are very grateful to all the members of the Program Committee for their effort during the review process, to our invited speakers for their valuable talks, to all supporters, and the local organizers for making this conference the successful start of a hopefully long series of TRUST conferences!
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