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Foreword

Crypto '90 marked the tenth anniversary of the Crypto conferences held at the University of California at Santa Barbara. The conference was held from August 11 to August 15, 1990 and was sponsored by the International Association for Cryptologic Research, in cooperation with the IEEE Computer Society Technical Committee on Security and Privacy and the Department of Computer Science of the University of California at Santa Barbara.

Crypto '90 attracted 227 participants from twenty countries around the world. Roughly 35% of attendees were from academia, 45% from industry and 20% from government. The program was intended to provide a balance between the purely theoretical and the purely practical aspects of cryptography to meet the needs and diversified interests of these various groups.

The overall organization of the conference was superbly handled by the general chairperson Sherry McMahan. All of the outstanding features of Crypto, which we have come to expect over the years, were again present and, in addition to all of this, she did a magnificent job in the preparation of the book of abstracts. This is a crucial part of the program and we owe her a great deal of thanks.

Each year the number and quality of submissions to Crypto has been increasing. This is of course very good for the conference but it does make the task of the program committee more difficult. This year we had 104 papers and abstracts submitted from 18 countries. In anticipation of this larger number, the committee was expanded to twelve members representing seven countries. Having a bigger committee and a wider global representation poses certain problems with communication, but we believe these problems are minute in comparison to the benefits obtained from having each paper scrutinized by more people and by involving a much larger cross-section of the cryptographic community in this process. Each paper was assigned to three committee members who were then responsible for its refereeing. Of the 104 submissions, one was withdrawn, 43 were accepted for presentation and, of these 43, two were merged into one presentation. All papers and abstracts accepted for presentation which contained sufficient detail for the committee to make a reasonably accurate evaluation of the final form of the paper have not been been re-refereed. Rump session contributions and papers accepted for presentation based on abstracts with very little detail have been refereed.

As in other years, Whitfield Diffie kindly agreed to coordinate the Rump Session. We would like to take this opportunity to thank Whit for running this very important aspect of Crypto over the years and for graciously accepting to do it again. In an effort to contain the number of short talks given in this session, a much harder line was adopted this year. Of the 22 abstracts submitted only 12 were accepted for presentation. Of these 12, only 6 were submitted for the proceedings and all of these have gone through a thorough refereeing process.
For this conference there were three invited speakers and each was given fifty minutes to lecture. It was our goal to have topics of current interest, given by noted authorities in the area and presented in a manner which would make the lectures accessible to a large audience of diversified backgrounds. With this in mind we approached Whitfield Diffie (Bell Northern Research), Adi Shamir (Weizmann Institute) and Gus Simmons (Sandia National Laboratories) and all accepted. We thank them for their outstanding presentations and the enthusiasm which they conveyed for the subject.

We would also like to thank Dr. Tatsuaki Okamoto (NTT Tokyo) for the very valuable assistance he provided to us. Dr. Okamoto was on sabbatical leave from NTT and was spending this time (August 1989 – August 1990) at the University of Waterloo. He kindly volunteered his services and made many very important and significant contributions to our efforts with the program.

Finally, we thank the members of the program committee itself for the very fine job they did. Theirs is a task which takes a great deal of time and effort and which receives a disproportionate amount of gratitude. Without a complete commitment by all members, the task would be impossible. We thank each of them for a very thorough and conscientious effort and also for their very deep dedication in making Crypto '90 successful. Many thanks to Gordon Agnew, Thomas Berson, Johannes Buchmann, Yvo Desmedt, Amos Fiat, Kenji Koyama, Ronald Rivest, Rainer Rueppel, Marijke De Soete, Doug Stinson, and Hugh Williams.

Alfred J. Menezes and Scott A. Vanstone
University of Waterloo
December 1990
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