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Abstract. With the wide adoption of service and cloud computing, nowadays
we observe a rapidly increasing number of services and their compositions, re-
sulting in a complex and evolving service ecosystem. Facing a huge number of
services with similar functionalities, how to identify the core services in differ-
ent domains and recommend the trustworthy ones for developers is an impor-
tant issue for the promotion of the service ecosystem. In this paper, we present a
heterogeneous network model, and then a unified reputation propagation (URP)
framework is introduced to calculate the global reputation of entities in the eco-
system. Furthermore, the topic model based on Latent Dirichlet Allocation
(LDA) is used to cluster the services into specific domains. Combining URP
with the topic model, we re-rank services’ reputations to distinguish the core
services so as to recommend trustworthy domain-aware services. Experiments
on ProgrammableWeb data show that, by fusing the heterogeneous network
model and the topic model, we gain a 66.67% improvement on top20 precision
and 20%~ 30% improvement on long tail (top200~top500) precision. Further-
more, the reputation and domain-aware recommendation method gains a
118.54% improvement on top10 precision.

Keywords: Heterogeneous Network, Reputation Propagation, Topic Model,
Service Recommendation, Service Ecosystem.

1 Introduction

With the wide adoption of service and cloud computing, nowadays we observe a ra-
pidly increasing number of services and their compositions (mashups, workflows) [1].
Internet companies such as Google, Flickr, and Facebook publicly provide the APIs
of their services, which effectively motivates individual developers to combine avail-
able services (e.g. web services, web APIs) into innovative service-compositions/
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mashups as a value-add to these existing web services. As a consequence, several
domain-specific or general purpose online service ecosystem, such as Programmab-
leWeb', myExpriment® and Biocatalogue’, have emerged and collected a rapidly
increasing number of services and their compositions in recent years. As atomic ser-
vices are composed into composite ones, they are not isolated but influenced with
each other. Thus the services, compositions (mashups, workflows), the service pro-
viders and the composition developers together form a complex and evolving service
ecosystem. When constructing a composition in the service ecosystem, the
straightforward method for the developers is to refer to the related domain and then
select the trustworthy services to compose. However, it is difficult to guarantee this
trustworthiness in the real practice.

First of all, the querying power in the recent service ecosystems is usually prelimi-
nary [2]. Taking ProgrammableWeb as an example, services are registered into a spe-
cific category with only a simple word such as “Bookmarks”, “Search” and “Social”,
etc. However, some services naturally belong to multiple domains as they offer dif-
ferent domain-specific functionalities. For example, “del.icio.us” is a famous service
for the social bookmarks which also can be used to store the users’ bookmarks online
and search the bookmarks by tags. Thus it not only belongs to the category “Book-
marks” and “Social” , but also the category “Database” and “Search”. Thus in this
paper, a topic model based on Latent Dirichlet Allocation (LDA) [3] is used to cluster
the services so that we can assign the services into different domains.

Secondly, facing the huge number of services, the developers need to select the de-
sirable services against many other alternatives which are similar to one another.
Therefore, the ecosystem should not only list services in different domains but also
provide guidelines for selecting the trustworthy ones based on their performance in
the past. We define trust as the belief that a user has regarded the intention and capa-
bility of a service/mashup to behave as expected. We use reputation as a mechanism
of establishing the belief about a service’s ability to deliver a certain service level
objective [4, 14]. The notion underpinning the reputation-based trust models is to cap-
ture consumers’ perception of the consumed service and use it to evaluate the reputa-
tion of the service [5, 20]. Many researches use the quality of service (Qos) combining
with the Collaborative Filtering (CF) to calculate the reputation of the services [6-9].
However, it is resource-intensive and sometime impossible to fetch the Qos of the
services over time, especially when considering the different Qos metrics that can be
applied for different types of services that are deployed remotely. Taking Program-
mableWeb as an example, there is no information about the Qos for most of services.
Fortunately, the historical usage information embedded with the related consumers’
experiences [10] and the collective perception from the developers can be used to
calculate the reputation of services in the ecosystem. In this paper, we present a uni-
fied reputation propagation (URP) method to calculate services’ reputation so as to
facilitate trust-aware recommendations. Furthermore, different services with unique
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functionalities have specific areas where they can perform better than others [11].
Therefore, combining the services’ reputation and the LDA model, we re-rank the
services to get a domain-aware recommendation for their specific functionality do-
mains. Based on these, the main contribution of this paper is as follow:

1) We propose a heterogeneous network model of the service ecosystem and the
unified reputation propagation (URP) framework is used to calculate the global repu-
tation of various entities in the ecosystem.

2) The LDA model is used to analyze the services in the ecosystem and re-cluster
them into different domains. Combing the LDA and the URP-based reputation-
ranking method, for the first time, we offer the reputation- and domain-aware service
recommendation.

3) Experiments on the real-world dataset, i.e., ProgrammableWeb, show that our
method gain a 66.67% improvement on top20 precision and 20%~ 30% improvement
on long tail (top200~top500) precision, compared to the methods based on the homo-
geneous network. Furthermore, the reputation and topic aware recommendation me-
thod gains a 118.54% improvement on top10 precision, compared to the domain-only
method. Thus our approach can effectively offer trustworthy recommendation for
developers.

The rest of the paper is organized as follows. Section 2 introduces a heterogeneous
network model and the reputation propagation framework to calculate the global repu-
tation. Section 3 shows the domain-aware recommend method which combines the
topic model and the global reputation. Section 4 reports our empirical experiments on
the real-world data ProgrammableWeb. Section 5 discusses the related work and Sec-
tion 6 concludes this paper.

2 Unified Reputation Network Model

2.1 Heterogeneous Network Model

In the service ecosystem, service providers publish services into the ecosystem and
then those services are classified into different domains based on their functionalities.
Composition developers will choose one or more services and combine them into a
composition (i.e. mashup) and publish it into the ecosystem which will be used by
consumers. Throughout this paper, we will use “composition” and “mashup” inter-
changeably as they both combine atomic services to provide added value. Considering
these, we can model the ecosystem into a heterogeneous network model which con-
tains developers, mashups, services and providers as well as the relationships among
them. Figure 1 shows the schematic diagram of the heterogeneous network and we
can formalize it as follow:

Definition 1 (Heterogeneous Network for a Service Ecosystem). A service ecosys-
tem is a heterogeneous network G = (V,E) where V ={De, Ma, Se, Pr}refers to the
four different types of entities in the ecosystem. De refers to all the developers who
publish at least one mashup in the ecosystem. Ma refers to all the mashups. Se
refers to the services and Pr refers to the service providers. E={D,Y, P}refers to
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the three kinds of relationships among the entities. D refers to the developer-mashup
network, Y is the mashup-service network and P is the provider-service network.
These three networks can be defined in matrix as follows:

Developers

i e e W T i

Y L i PR L TR

LY ST o Ma . %
QOGO §®

Providers ® O & &

—* Developers enroll mashups in the ecosystem
== =% Mashupsinvoke services to create added value

* Providersoffer services in the ecosystem

Fig. 1. The heterogeneous network model for service ecosystem which including developers,
mashups, services, providers as well as the three kinds of relationships among them

Definition 2 (Developer-mashup Network) The developer-mashup network is used
to present the publish relationship between developers De and mashups Ma . It is

denoted by a nXm matrix D= |:dij:| and the element is
nxm

1if De, develops Ma, .
= . where n refers to the number of developers and m is
0 otherwise

the number of mashups.

Definition 3 (Mashup-service Network) The mashup-service network is used to
present the invoking relationship between mashups Ma and services Se . It is de-

. . 1if Ma . invokes Se,
noted by a mXs matrix Y = [ y .k] and the elementis y, = / )
7 s : 0  otherwise

where mis the number of mashups and s is the number of services.

Definition 4 (Provider-service Network) The provider-service network is used to
present the supply relationship between services and providers. It is denoted by a

1if Pr, provides Se,

pXsmatrix P= [ DPor ]pxs and the element p, = { and p is

0 otherwise
the number of providers.
Furthermore, based on the definitions shown above, we can get the derivations:

Definition 5 (Service Co-occurrence Network) The service co-occurrence network
is denoted by a sXs matrix S =[f,],,in which f, =the number of mashups the

XS

service kis invoked and f, is the number that service k and service! are used to-

gether in the same mashup. We denote the main diagonal as A = [ fkk] and it is easy

SXS§

to get that:

T =ijjk ey
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Definition 6: Developer reputation is anx1vector R, =[rd, | ., and the element rd,

n

refers to the reputation of developeri .

Definition 7: Mashup reputation is a mx1vector R, = [ry j} 1 and the element ry,

mx

refers to the reputation of mashup j .

Definition 8: Service reputation is a sx1vector R, :[rxk]xXl and the element rx,

refers to the reputation of service k .

Definition 9: Provider reputation is a pXlvector R, = [rpﬂ]pxl and the element rp,

refers to the reputation of providero .

2.2 Unified Reputation Propagation Model

It is troublesome to calculate the reputation of the four entities at once in the ecosys-
tem as they are affecting each other simultaneously. However, there are a few basic
assumptions that we can take to simplify the calculation:

Assumption 1. Highly reputable providers will offer many highly reputable ser-
vices which are invoked in many highly reputable mashups.

Assumption 2. Highly reputable developers will develop many highly reputable
mashups which invoke the highly reputable services.

As we known, the evolution of the ecosystem is driven by the enrolling of new ma-
shups and services. However, the services which are never invoked will not affect
other services’ reputations, including the newly registered one. So the propagation of
the reputation in the ecosystem will be activated by the mashup. Thus we get the third
assumption in this paper:

Assumption 3. The reputation of mashups activates the reputation propagation
process in the ecosystem.

Based on these assumptions, we have a simple illustration of the reputation propaga-
tion model as Figure 2.

Developers’ Mashups’ .
Reputation Reputation ———> Highly reputable developers develop
LA & ~ highly reputable mashups which invoke
\ —l . - > highly reputable services
Y T -
B
———> Highly reputable providers offer highly
A @ reputable services which are invoked in
highly reputable mashups
n
g —_— “s.. 7 ='» Reputation Feedback
\ e P
* P
Providers’ Services’ ...> Iterations Parameters
Reputation Reputation

Fig. 2. The unified reputation propagation model for the service ecosystem
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Mashup Reputation
The reputation of the mashup is decided by the reputation of the services it invoked
and the reputation of its developer. Thus we can get the iterative equation as:

R, < uR +aD'R,+AYN'R +¢, ©)

Here #+a+A<1,u>0,0>20,4>0. aDTRd refers to the reputation from its
developers; AY Afle refers to the reputation from its invoking services, f y refers to

the random factors and 4R , s used for iteration. Then the reputation is normalized:

. R
R} « T 3)

Developer Reputation

The reputation of the developer comes from the mashups he/she has ever published in
the past. Intuitively, the higher the reputation his/her mashups have, the higher the
reputation he/she will gain. Thus the iterative equation can be defined as:

R} < VR, + BDR; +¢, 4)
Herev+ <1,v20,820. BDR]refers to reputation from the mashups the

developers have ever published and é: , refers to the random factors. VR, refers to

iteration from the last step. Then the reputation is normalized:
+
R
n
1R,

R, « (5)

Service Reputation
The service reputation comes from the reputation of the mashups it has been invoked
in and the reputation of its providers. We define the iterative equation as:

R, < (y—A)R, +@Y'R; +6P'R, +&, (©6)
Here y+w+60<1,7,0,0>20.wY TR; refers to the reputation updating from
mashups, &P TR; refers to the reputation from the providers and ézx refers to the ran-

dom factors. (¥ — /1a))RX is used for the iteration. Then we normalize the vector as:

R+
R — (7
1-R’

Provider Reputation
The reputation of the providers comes from the services he/she published in the eco-
system. Thus the iterative equation is as follow:

R, <nR,+pPR +¢, 8)
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Here 7+ p <1,7,p>0. pPR, refers to the reputation from services, & , refers

to the random factors and 7R ,1s used for iteration. Then we normalize the vector:

.
R« 2L 9)
P
1-R;

2.3  Model Simplification

Until now, we have proposed the iteration method for the reputation propagation so
that we can gain the global reputation of the entities in the ecosystem. By setting dif-
ferent parameter combinations, we can derive three different propagation methods:

Top-Popularity Reputation (TR) Model
Here we set@=0,4=1,A=0,0=1,0=0,7=0 and set the random factor

fy =0, fx =0 We can easily get that:
Y'R® 1
R =R) R =——7>=—Y'R] (10)
v 1.Y'R" C

Where R? refers to the initial reputation of mashup and C = IOYTR;) will be a con-

stant for different services in the ecosystem. Furthermore, we set R? = [%J
’ mx1

which means that the initial reputation for each mashup is equivalent, then we get:
R(k)o< D vy = fu (n
This means that the reputations of services are just based on its used frequency.

Page-Rank-Based Reputation (PR) Model
Here we setar =0, 4 =0,4=1,0 =0,y =0 and the random factor for mashup’s

reputation is set as 0, we can easily get that:

' 1YA'R,
As I-YA_IRX = Zk rx, =1 we can further get that:
Ty A -l
R =—wR + V"R +& =R + X YA R e
' 1.YA'R, (13)

=aw(Y'YA"' -D)R_+¢,

1
Setting . = (1— ) [—:l we can get that:
n nx1
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R = axY'YAN! —-DR +(1-w) P} (14)
n nx1
rxl,* :ka fu rxk+(1_a)),i¢k (15)
Ju n

Apparently, the reputation of the service is based on the reputation of its neighbors.
In this case, our model can be reduced into a page-rank [12] algorithm method just
based on the co-occurrence service network.
Developer-Related Reputation (DR) Model
Here we set f=1Lv=0,u=1-a,A=0,0=1,y=0,0=0 and& ,&,,& =0
which means the reputation of the developers just come from the reputation of ma-
shups, the reputation of the services is decided by the mashups it has been invoked in.

(1-a)R, +aD'R,

"= =(-a)R. +aD'R 16
" 1«((1-a)R,+aD'R)) (=R, ¢ (10
. DR; . .. Y'R;
R} =DR' R'= (17)

1-DR; b LY'R]
Furthermore we can get the reputation for mashups and developers as:

R =(I-a(I-D'D))R) R,=D(I—-a(I-D"D))R) (18)

Heret refers to the number of iterations. If we set & = 0, this model will reduce to
the TR model.

2.4  Initial Strategy

From the discussion above, we can observe that the global reputation is related to the
initial reputation of each mashup. We define two initial reputations as:

1) Equivalent Initial Mashup Reputation (EI): The hypothesis here is that the ini-
tial reputation for each mashup is equivalent. We can set that ER;_) = [%J
mx1

2) Popularity-based Initial Mashup Reputation (PI): The hypothesis here is that
highly reputable mashups will attract consumers’ high attention, which will be re-
flected in their rating and visited number. We define the popularity of the mashup as
the product of its rating and visited number. Then we use the normalized popularity as

the initial reputation. Thus we can get that PRS = I: pl’xi0 ]

o = Rate(Ma,)xVisited (Ma,)
P D Rate(Ma,)xVisited(Ma,)

mxl1

19)
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3 Domain-Aware and Reputation-Aware Recommendation

As we discussed in the introduction, the current categorization method for the service
ecosystem such as ProgrammableWeb is rather preliminary. Topic model based on
LDA performs well for the document analysis, thus we will firstly employ the LDA to
analyze the context (tags, description, summary, etc) of the services in the ecosystem
and extract different topics from the context. Each topic is considered as a domain and
each service will be affixed with the affiliation degree to the domain. Then for each
domain, the services with a top-k affiliate degree will be selected and considered as
the related services in the domain. Based on the URP framework, we can get the
global reputation for each service in the ecosystem which reflects the collective per-
ception from the historical information. Thus we can re-rank the services in each do-
main by the global reputation so that we can get the top trustworthy services for the
developers in each domain. Table 1 shows the detail of our method for the domain-
aware and reputation-aware recommendation.

From the algorithm we can see that the topic model is used to cluster the services
by their context so that we can get the most related services; then the global reputation
is used to re-rank the services by their reputation so that the trustworthy services can
be recommended. Thus this method can recommend the highly trustworthy services in
each domain for the developers.

Table 1. Combining Topic Model and Reputation for Recommendation

Algorithm: Topic Model with Reputation for Recommend

Input:

(1) Service list Se with the global reputation for each service R)C
(2) Topic/Domain Number: T

(3) Top number of services for each topic: k ; Parameter ¢

Output:
(1) Top-k services for each Topic
01. Running LDA method to extract the T" topics in the service list

02. For each topic, sort the services by its affiliate degree then get the top qk services

03. Sort the qk services by the reputation Rx and then get the top-k services for each topic

4 Empirical Study on ProgrammableWeb
4.1 Experiment Data Set

To the best of our knowledge, ProgrammableWeb is by far the largest online reposito-
ry of web services, and their mashups. In this paper, we obtain the data regarding
services and compositions from June 2005 to March 2013. Each service contains the
information such as name, provider, category, publication date, summary and descrip-
tion; each mashup contains the information such as name, creation data, developer, the
list of services in it, its description and its visited number as well as the user rating; each
developer contains the information including name and the mashups he/she registered.
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In order to examine the performance of our method, we separate the dataset into
two sets: one set contains the mashups published from June 2005 to August 2012
which we use as the Training Data to calculate the global reputation and the topics in
the ecosystem; the other set contains the mashups published from September 2012 to
March 2013 which we use as the Testing Data to test the performance of our ap-
proach. Table 2 reports some basic statistics of our experiment dataset.

Table 2. Basic Statistic of the ProgrammableWeb Data for Experiment

Training Period Testing Period

(2005.6~2012.8) (2012.9~2013.3)
Number of Services 7077 805
Number of Mashups 6726 212
Number of Developer” 2383 127
Number of Providers 5905 699

*: Only the developers who publish at least one mashup are considered

4.2  Evaluation Metrics
In order to evaluate the performance of each approach, we use the existence of the
services in the testing period as the ground truth.

1 Se, exist in the testing period

y(Se;) = { (20)

0 otherwise
As the invoked frequencies of different services during the testing period are dif-
ferent, we can use the frequency f(Se;) as the ground truth. If a service does not
appear in the testing period, then f(Se,) =0. Based on these, we can consider the

precision ( P @ k), and discounted cumulative gain ( D @ k ) which are defined as:
ZSe,empfk y(Se‘) f(Se,)
k Sactork Jog(1+ 72(Se;))

Here 7z(Se;) is the position of the service in the reputation ranking list. Further-

P@k= D@k=Y) 1)

more, given an approach as the baseline, we can calculate the difference discounted
cumulative gain (DD @ k ):
D @k — D @ k(Baseline)

DD @k = : (22)
D @ k(Baseline)

4.3  Performance Comparison

Global Reputation Ranking Based on URP Framework

Based on the discussion shown above, we will consider three propagation models: 1)
Top-Popularity Reputation Model (TPR) in which the reputation of each service is
just based on its used frequency; 2) Page-Rank-Based Reputation Model (PRR) in
which the reputation of each service is related to its co-occurrence services and 3)
Developer-related Reputation Model (DRR) in which the reputation of the developers
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is taken into account. For each model we will consider the two initial strategies (EI
and PI) we discuss in Section 2.4. Thus we can get six models such as: TPR+EI,
TPR+PI, PRR+EI, PRR+PI, DRR+EI and DRR+PI.

In order to compare the performance of the heterogeneous network, we define two
methods which just employ the information of the service co-occurrence network. In
fact, the service co-occurrence network is a homogeneous network.

1) Top-Degree Reputation Model (TDR): The reputation of each service is the
normalization of its network degree in the service co-occurrence network.

2) Homogeneous Page-Rank Reputation Model (HPRR): The page rank algorithm
is run on the service co-occurrence network and then the reputation of each service is
the normalization of its page rank value.

Per Comparison Bety Initial i Performance Improvement for Precision
e 1 ‘ ‘ ‘ .6 ; : : : :
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Fig. 3. Performance Comparison. (a) Performance comparison between different initial reputa-
tion of mashups. (b) Performance improvement in precision.

Heterogeneous vs Homogeneous Performance Improvement
19 0.7 T T T :
= I I _——TPR+PI| | =% OG-R- - - — — — - — — — — — — __| === TDR
R ‘ ‘ TPR+PI 0.6 | T | T i
oolhy - - - - - __ ____ PRR+PI | | |
E : : ----- DRR+PI 2 o
© TDR - °
bl I T |=—mnPRR E .

| | o1 T T T T T
R R R | | |
I "~ Nnaen, | 0057 4 o T L I I |
04— — — — i St v B et
~ene of PR M S T et
| - ] | | I (== r7om
o3 — — - — H-— === B o ey oosff — — - — L I _ 1 |=—treen ||
| | : | | | [ R DRR+P1
HPRR
0.2 1 1 0.1 1 1 1 1
o 200 300 400 L] 100 200 300 400 500 600
(a) Top K (b) Top K

Fig. 4. Performance comparison between heterogeneous network methods and homogeneous
network methods

Figure 3 shows the performance comparison between different initial reputations.
We can observe that TPR model and DRR model are sensitive to the intitial mashup
reputation. For TPR, the precision improvement for the top20 is up to 53.85% while
for the long tail (top200~top500) is about 20%; For DRR, the precision improvement
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for top20 is up to 42.85% while for the long tail (top200~top500) is also about 20%.
However for the PRR model, it is not sensitive to the initial mashup reputation and
the two models have the extractly same performance. From the result, we can
conclude that in practice, taking the mashup‘s popularity into account can help to
improve the performance.

Figure 4 shows the performance comparison between the heterogeneous network
and homogeneous network. From Figure 4 (a), we can observe that TPR+PI and
DRR+PI gain consistently higher performance than TDR and HPRR. However,
PRR+PI is the worst method in our experiment. One reason is that in
ProgrammableWeb, the distribution of the service usage frequency meets the power-
law distribution and only few services are very popular, for example, “Google
Map* appears in 2975 mashups. This makes the reputation propagation from service
to mashup useless.

Here, we take the approach TDR as the baseline and Figure 4 (b) shows the
performance improvement for the approaches except PRR+PI. We can observe that
for the precision, HPRR gains a slight improvement; TRP+PI and DRR+PI gain the
similar improvement, for top20 we gain a 66.67% improvement for TRP+PI and
61.53% for DRR+PI while for the long tail we gain a 30% improvement. Also the
topl5 DD@k for TRP+PI and DRR+PI is smaller than TDR while the precision for
TRP+PI and DRR+PI are much better than TDR. This indicates that TRP+PI and
DRR+PI will rank the services which are not that popular in a higher position. For
example, in the topl0, TRP+PI and DRR+PI will get the services such as “Twilio®,
“Twilio SMS*, “ Foursquare* and “Box.net* whose usage frequencies are not in the
top10. However, the topl0 services for TDR and HPRR are all the topl0 popular
services in the training period. Furthermore, for the long tail (top200~top500), we can
observe that TRP+PI and DRR+PI gain a 5% improvement than TDR. Thus TRP+PI
and DRR+PI can gain a higher performance than TDR and HPRR for the services
which are not so popular in the past.

From the experiments shown above, we can conclude that: 1) The popularity-based
reputation for mashups can improve the accuracy of the reputation ranking. 2) The
heterogeneous network which contains richer information can gain a higher
performance for the reputation ranking than the homogeneous network.

Domain-Aware and Reputation-Aware Recommendation
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Fig. 5. Effectiveness of Reputation-based Recommendation
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Another observation from the experiments is that the TRP+PI and DRR+PI gain
higher performances than the others. Thus in this paper, we just employ DRR+PI to
generate the global reputations for each services. Then the LDA-based topic model
implemented in Mallet* is used to extract the different domains from the context of
the services in the ecosystem. Here we set the number of domains to be 40. For each
domain, we get the top 50 services based on the topic affiliate degree and consider
then as the related services in the certain domain. Finally, we re-rank the services in
each domain based on the global reputation and get the top-10 services as the
recommendation for the providers. For simplicity, we name our approach as “RR*.

In order to show the performance of our method, we consider the approach which
only based on the domain affiliation degree. For simplicity, we name it as “TR*. From
Figure 5. We can observe that for the topl recommendation, RR performances better
than TR in 24 (60%) domains and worse than TR only in 2 (5%) domains; For the
top10 recommendation, RR still performances better than TR in 60% domains and
worse in 5% domains. Furthermore, the average improvement for the precison@10 is
up to 118.54%.

5 Related Work
5.1 Reputation Based Trust for Recommendation

The concept of trust is not new. Trust has been studied in many disciplines including
sociology, economics, and computer science [13]. In this paper, we consider the repu-
tation based trust [14]. There are three groups of trust models for social networks:
graph based trust models, interaction based trust models[7] and hybrid trust models
[8]. These models aggregate the opinions of other users in the trust network to gener-
ate personalized recommendation for consumers. Recently, some researches employ
the Quality of Service (Qos) combining with the Collaborative Filtering (CF) to cal-
culate the reputation of the services for recommendation [6,8].

Recommender systems often exploit explicit trust data to generate recommended
list. Explicit data sources include user profiles, articulated friend networks, or group
memberships. Recommenders often exploit explicit friendships or linkages to gener-
ate recommendation lists [19, 21]. User profile data can be used to identify articles
and other content believed to be relevant to users [22].

These approaches can yield good results when the services have complete metada-
ta. However, in practice, most of the service ecosystem will not contain detail feed-
back from the users and the Qos for each service is resource-intensive to fetch,
especially when considering the different Qos over time or at the different location.
Thus from a different perspective, we just employ the historical popularity and the
topological information to calculate the reputation of the services.

5.2 Complex Network for Service Ecosystem

The increasingly growth of Web services has attracted much attention in recent years.
Many works employ the network analysis method to study the web service ecosystem
as complex network analysis is a powerful tool to understand the large scale networks

4 http://mallet.cs.umass.edu/topics.php
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[15]. Yu and Woodard presented a preliminary result in studying the properties in
ProgrammableWeb and proved that the cumulative frequency of APIs follows power
law distribution [16]. Wang et al emphasized on mining mashup community from
users’ perspective by analyzing the User-API and User-Tag network in Programmab-
leWeb [17]. Our previous work [18] studied the usage pattern of services in Program-
mableWeb based on the social network analysis.

Unlike the existing studies shown above, our work constructs a heterogeneous net-
work for the service ecosystem and then formalizes the reputation propagation in the
ecosystem. Furthermore, we take the difference between domains into account so that
we can offer a domain-aware and reputation-aware recommendation.

6 Conclusion and Future Work

With the widely adoption of Service Oriented Architecture, we can observe a rapidly
increasing number of services and their compositions these days. When exploring a
service repository to choose services among those with similar functions, it is impor-
tant to provide guidelines for the developers to select the trusted services. To the
best of our knowledge, we are the first to: 1) Introduce a heterogeneous network mod-
el for a service ecosystem and the unified reputation propagation (URP) framework to
calculate reputations in the service ecosystem. 2) Combine the LDA-based topic
model with the URP to offer a domain-aware and reputation-aware service recom-
mendation for the developers.

We conducted a comprehensive set of experiments on ProgrammableWeb and the
results show the effectiveness of our method: 1) Taking the mashups’ popularity into
account gains a 40%~50% improvement for top20 precision and about 20%
improvement for the long tail (top200~top500); 2) Compared with the method based
on the homogeneous network, the heterogeneous network based methods such as TPR
with PI and DRR with PI gain at least 60% improvement for top20 precision and 30%
for the long tail (top200~top500); 3) Combining the reputation and domain, we get an
118.54% improvement for toplO precision compared to the domain-only method,
which indicates that we can offer the trustworthy recommendation for each domain.

In the future, we will further our study on the implications of different parameters
in our reputation propagation model, and the approach to find an optimal set of para-
meters for reputation calculation.
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