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Abstract. Users breach the security of data within many financial ap-
plications daily as human and/or business expediency to access and use
information wins over corporate security policy guidelines. Recognizing
that changing user context often requires different security mechanisms,
we discuss end-to-end solutions combining several security and context
mechanisms for relevant security control and information presentation
in various mobile user situations. We illustrate key concepts using Dim-
itri Kanevskys (IBM Research) early 2000s patented inventions for voice
security and classification.
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