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Abstract. This paper reports recent findings which aims at informing design
ideas and identifying characteristics that could help to develop e-transaction
applications and systems that promotes perceived trust. To accomplish our
goals, we employed the socio-technical model of trust by Sousa et al. [26], to on
one hand determine if users’ trust such e-payment system hosted by a third party
company outside well known financial institutions (banks); then we further
investigate how to incorporate trust into the platform. And on the other hand, as
a design critique to establish bespoke visual clues that promotes perceived trust
in the system and inform the system of potential pitfalls in their service design.
A questionnaire was deployed to 500 current users of the platform and 106 valid
responses were received. Our findings indicated that the trust features of concern
to users are willingness, competency, predictability and benevolence with
exception to honesty, reciprocity and motivation. Results presented are part of
an ongoing research on trust related characteristics that should be tackled when
designing and deploying e-transaction platforms in developing countries.

Keywords: e-Transaction � Human computer interaction for development �
Trust in service design � User trust

1 Introduction

Various methods of e-transaction are continually transforming the way we do business
over the Internet, including e-banking, e-ordering and online publishing/online retailing
[17], by allowing the exchange of funds and data quickly, conveniently, and dependably
than ever before. With e-transaction comes a number of benefits, such as cost reduction,
flexibility, convenience, enhances productivity and efficiency, tracking individual
spending, and it is now making handwritten signature on a paper document gradually a
thing of the past, etc. Despite its advantages, a large number of users in developing
countries are not willing to provide sensitive financial information over the web; the
reluctance to entrust sensitive personal information like credit card numbers to busi-
nesses operating on the web is of a main concern in developing countries [12]. The cause
of this has been mostly attributed to ‘lack of trust’ in various studies [1, 18, 19, 22, 25].

The concept of trust in the domain of Internet banking has received a significant
rate of interest and was recognized by researchers as one of the key motives why a
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large percentage of consumers are still reluctant to accept Internet banking, most
especially in developing countries, and Nigeria in particular [21]. A lot of researchers
have tried to study ‘trust’ in software applications (online or otherwise), because of its
importance [5, 8, 13, 26, 29]. Several researchers have proposed design approaches,
guidelines, patterns and characteristics to help promote trust in e-transaction platforms
but it appears that in many developing countries, consumers source for information
online but make purchases the traditional way [17, 18].

This study seeks to take a design approach in the context of Nigeria (a developing
country) and employ the socio-technical model of trust [26] to explore the design
characteristics that engender trust on a third party indigenous electronic payment ser-
vice platform called ‘Remita’.

The goal is to identify trust enhancing components in e-transaction service inter-
face, to investigate the awareness of users of these components. The general aim is to
analyze visual cues by evaluating certain variables that promotes or deter trust and thus
propose heuristic design guidelines to foster trust in online.

Our contribution, therefore, is in providing insightful guidelines to designers by
constructively informing design ideas and identifying characteristics that will help
develop e-transaction applications and systems that promote perceived trust in devel-
oping countries. This is expected to encourage more patronage of users in e-transaction
platforms and consequently contribute in narrowing the digital divide.

The paper is organized as follows. The next section situates the reader and gives a
foundation of the work undertaken by providing a relevant literature review, short and
clear definition of the terms and concepts being used in this paper. The Sect. 3 gives a
description of the methodology. Section 4 presents the data analysis, findings and
discussion. We provide limitations of the study, implications and future research
directions and then conclude.

2 Related Studies

Individuals, from different cultures and backgrounds, are willing to trust software
systems, as they trust other humans, knowing that there are potential risks, [10]. It is
generally easier to develop trust between people in real life settings, face-to-face so to
say, where people can see and “touch” each other, rather than online, where there are
less (nonverbal) cues to take into consideration when developing trust, [30]. The
theoretical reasoning behind this effect has been that trust helps people rule out
undesirable, yet possible, opportunistic behaviors, and ultimately makes users more at
ease regarding transactions [28]. Because of its importance in e-payment or software
systems, a number of researchers have tried to tackle trust. Extant studies however,
despite their merits have some limitations with regard to the approach and objective of
this study.

Okoro et al. [15] investigated the issue of customer trust in mobile commerce to
identify which factors had more influence on customers’ trust during online shopping.
The authors found that security design and content are the factors, which had the most
influence on customers’ trust. Fuzzy logic was applied for measuring trust level,
uncovering hidden relationship between websites’ features and trust level, solving the

420 G.O. Kingsley et al.



uncertainty problem and handling human reasoning where the reasoning processes
behind customers’ trust in mobile commerce transactions were taken into account.

Tsiakis and Sthephanides G. [27] explained that the fundamental prerequisite for
e-payment systems adoption was that all participants ought to have absolute trust in the
system that they participate. They discussed the contraction of trust in an electronic
payment system which must take into consideration: data, identities and role behavior
and that the adoption of e-commerce must consider trust and risk as important deter-
minants of adoption behavior.

Kim et al. [11] in their study conducted in Korea, examined the effect of perceived
trust, perceived security and their causes on intention to use electronic payments. They
found that both perceived security and perceived trust affect current use of e-payment
systems, and that the presence of security statement seal affects perceived security but it
has no effect on perceived trust.

The study of Chellappa and Pavlou [3] on the other hand, propose mechanisms of
encryption, protection, authentication, and verification as antecedents of perceived
information security. These mechanisms are derived from technological solutions to
security threats that are visible to consumers and hence contribute to actual consumer
perceptions. A key empirical finding of the research was the relative strength of per-
ceived security on trust in electronic transactions as opposed to retailer reputation and
financial liability.

Pei Y. et al. [20] examined the factors influencing Chinese users’ perception and
adoption toward e-payment. Their results showed that perceived benefits and trust are
significantly associated with consumers’ use intention. Their findings suggested that
users might value more on benefits (easy registration, learnability, convenience, fast
processing and usability of the e-payment instead of financial benefits such as lower
fees) of the e-payment system than trust on them. They inferred that the users are not
concerned so much about the perceived risk when they select an e-payment system
possibly because of good reputation and secure protection of e-payment systems in
China and even so when they perceive the potential risks they still trust and would
accept them.

Mukherjee and Nath [14] re‐examine the commitment‐trust theory (CTT) of rela-
tionship marketing in the online retailing context and sought to theorize the antecedents
and consequences of commitment and trust in the online context. They identified five
main antecedents to trust: (1) shared values; (2) communication; (3) opportunistic
behavior; (4) privacy; and (5) security. In their findings, privacy and security features
of the website along with shared values were identified as the key antecedents of trust,
which in turn positively influences relationship commitment.

Grabner-Kräuter and Kaluscha [7] discussed the idea of a pattern language for
trustworthy Internet storefronts to facilitate B2C electronic commerce. The authors
argued that trust in e-commerce is influenced by several factors, person-specific (e.g.
personality traits that influence trusting beliefs, intentions and behaviors) and contex-
tual (such as technology and legal norms related to e-commerce) - that cannot be
controlled by the online retailer. Yet, they believe that the idea of a pattern language for
trustworthy Internet storefronts can be one promising element in building consumers’
trust towards Internet merchants and in fostering B2C electronic commerce.
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Mouratidis and Cofta P. [13] argued that successful online systems are those
developed to also meet a number of non-functional requirements such as security,
reliability and trust”. Their paper emphasized the need to develop a field of study
(“designing for trust”) to improve software systems quality and eliminate cultural
issues related to the inclusion of trust considerations into the development of software
systems.

Sabi et al. [23] used a model based on Diffusion of Innovation (DOI) and Tech-
nology Acceptance Model (TAM) in investigating the contextual factors impacting
adoption, implementation and usage of western designed software packages in
developing countries using a case study of Cameroon. The aim was to explain user
preference and trust in western designed banking software systems in developing
countries. The findings from the study revealed that user engagement at an early stage
in the implementation of a western designed software package in developing countries
would greatly enhance user acceptance and usage of the system. However, this lack of
engagement did not influence user preference of local systems or trust for imported
western designed software systems. The statistical analysis of the influence of cultural
and environmental factors showed that user preference of locally designed software
systems over western designed systems was significant. However, trust in western
designed systems was not significantly influenced by the cultural and environmental
factors.

Past studies presented have indicated that trust is a major indicator that spurs the
acceptance to use an electronic payment system. Most studies identified security and
privacy issues as prerequisites for trust, [3, 11, 14]. Some studies tried to investigate
trust from a design perspective [13, 15, 23]. However, past studies reviewed, did not
critically consider the social and technical dimensions of examining trust with a design
approach, from different lenses in other cultures, especially in the developing world to
shed new light on its effect. Hence, this study seeks to look at the influence of perceived
trust to use an electronic payment system from the perspective of users in a developing
country context.

3 Theoretical Foundation

3.1 Trust in e-Transaction and Online Systems

e-transaction refers to electronic transaction and in this paper is simply defined as the
use of electronic means to settle financial transactions among individuals, private and
corporate [15]. Trust in electronic transactions was defined by Chellappa, R. and
Pavlou, P. [3] as the subjective probability with which users believe that a particular
transaction will occur in a manner consistent with their confident expectations.

3.2 The Socio-technical Model of Trust

The proposed model (Fig. 1.), which we advocate to be used as a design tool for
informing the design of e-transaction platforms, depicts trust as a construct informed by
7 (seven) individual qualities. The model determines the extent to which one relates
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with one’s social and technical environment. These constructs explain the individual
qualities of trust: Motivation represents the degree to which an individual believes
(even under conditions of vulnerability and dependence) he/she has the ability to
perform specific beneficial actions when using a computer. Willingness reflects the
positive or negative feeling about performing a given action while considering the risk
and incentives. Competency reflects the degree of ease of use, when associated with the
use of the system. Predictability represents the user’s confidence that the system will
help him perform a desired action in accordance with what is expected. Benevolence
reflects the user’s perception that most people share similar social behaviors and
sharing values. Reciprocity represents the degree to which an individual sees oneself as
part of a group. Honesty reflects an insurance quality when facing apprehension, or
education setting. Qualities of trust as defined by Sousa et al. [26] are depicted in
Fig. 1.

3.3 The Case of Remita

One major recurring problem in Nigerian Banks is the overcrowding of banking halls,
that had led to the movement of customers from one bank to the other, where they can
obtain banking services without much delay, [2]. E-banking was adopted by banks in
Nigeria so as to improve their service delivery, decongest queues in the banking hall,
enable customers withdraw cash 24/7, aid international payment and remittance, track
personal banking transaction, request for online statement, or even transfer deposit to a
third party account, [9]. Payments of monthly salaries are delayed and often prone to
fraudulent acts. The use of removable devices to store and move financial information
around was also susceptible to fraud. The developers of Remita observed these pro-
cedures and the challenges that emanated through ethnographic investigations to come
up with a solution they call Remita in order to meet both unmet and unidentified needs
of the Nigerian financial market. Remita has the functionality to process third party

Fig. 1. Socio-technical model of trust (Sousa et al. [26])
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cheques across different banks’ platform through a process called e-cheque. The
development company and other key members of the team brainstormed and brought
multidisciplinary skills into conceptualizing Remita.

Remita is institutionalized in Nigeria having been endorsed by the Central Bank of
Nigeria (CBN)1 as the major gateway for moving funds across banks in Nigeria. The
choice of Remita is therefore based on the perception that this study would gain useful
insights into trust on e-service transactions from a widely used and an Institutionalised
service. Using the socio-technical trust model (Fig. 2.), we examined Remita’s plat-
form for trust-enabling interactions.

Based on the theoretical and conceptual model proposed above, the following
hypotheses have been formulated for this study:
H1: Users are predisposed to use an e-transaction platform as trust is significantly

enhanced by perceived motivation in the system
H0: Users are not predisposed to use an e-transaction platform, as trust is not

significantly enhanced by perceived motivation in the system.
H2: Users are predisposed to use an e-transaction platform as trust is significantly

enhanced by perceived willingness in the system.
H20: Users are not predisposed to use an e-transaction platform, as trust is not

significantly enhanced by perceived willingness in the system.
H3: Users are predisposed to use an e-transaction platform as trust is significantly

enhanced by perceived competence in the system.
H30: Users are not predisposed to use an e-transaction platform, as trust is not

significantly enhanced by perceived competence in the system.
H4: Users are predisposed to use an e-transaction platform as trust is significantly

enhanced by perceived predictability in the system.

Fig. 2. Conceptual model of the study

1 https://www.cbn.gov.ng/out/2015/bpsd/circular%20on%20oagf%20revenue%20collection.pdf.
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H40: Users are not predisposed to use an e-transaction platform, as trust is not
significantly enhanced by perceived predictability in the system.

H5: Users are predisposed to use an e-transaction platform as trust is significantly
enhanced by perceived benevolence in the system.

H50: Users are not predisposed to use an e-transaction platform, as trust is not
significantly enhanced by perceived benevolence in the system.

H6: Users are predisposed to use an e-transaction platform as trust is significantly
enhanced by perceived honesty in the system.

H60: Users are not predisposed to use an e-transaction platform, as trust is not
significantly enhanced by perceived honesty in the system.

H7: Users are predisposed to use an e-transaction platform as trust is significantly
enhanced by perceived reciprocity in the system.

H70: Users are not predisposed to use an e-transaction platform, as trust is not
significantly enhanced by perceived reciprocity in the system.

4 Methodology

This is an exploratory research using a case study of an e-payment service in Nigeria.
We employed the socio-technical model of trust [26] to examine trust indicators on a
third party indigenous electronic payment platform called ‘Remita’. We partnered with
the company that developed Remita in order to reach out to the actual users. The use of
a survey method was adopted and online questionnaires were distributed to 500 current
users of Remita using the LimeSurvey open source toll. A total of 106 responses were
received and these respondents were from different states in Nigeria. Thus, the response
rate was 21.2%.

We adopted the Analysis of Variance (ANOVA) statistical correlation coefficient
method to analyze the relationship between the dependent and independent variables
(trust indicators) where the core coefficient significant value P � 0.01.

This study is intended to determine on the one hand, why existing users are using
the e-payment system? If it is because they trust such e-payment system hosted by a
third party company outside well known financial institutions (banks), then we explore
further with what trust components they see, use or feel. On the other hand, the trust
enabling factors can be enhanced to attract others who are not users. Then we further
investigate how to incorporate trust features into the e-payment platform to strengthen
user trust.

5 Data Analysis, Findings and Discussions

This study has explored the role of trust in the context of a Nigerian e-payment service,
Remita. To the best of our knowledge, this is the first study to systematically analyze
user trust levels when they interact with online payment service. Secondly, based on
well-established social psychological theories, we empirically contributed to refining
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the socio technical trust model proposed by [26]. The data from this study has helped in
evaluating certain aspects of the model.

Regression analysis was carried out to evaluate the impact of the independent
variables on the dependent variable. The items for the dependent variables were
transformed using SPSS into a composite variable and it was carried out for the
independent variables. The data from this study has helped us evaluate certain aspects
of user trust in the developing country context.

Model Summary, Table 1, displays the R .967 (the Multiple Correlation value
representing the correlation between the actual scores of the dependent variable and the
scores for the dependent variable predicted by the regression equation), the R squared
.935 (the Multiple Squared Correlation value that if multiplied by 100 can be inter-
preted as a percentage to indicate that the independent variables account for 93.5% of
the variability in the scores of the dependent variable), the Adjusted R square .931 and
the Standard Error of the Estimate .254.

ANOVA, displays the Sum of Squares, df (degrees of freedom), Mean Square, F
201.947 which measure the size of the effects, F(7,98) = 201.947 and Sig. 0.000 where
P � 0.01, shows the probability that the results are by random chance (Table 2).

The coefficient analysis in Table 3 shows the correlation between trust and trust
indicators (motivation, willingness, reciprocity, competency, predictability, benevo-
lence and honesty) using the socio technical model of trust by Sousa et al. [26]. Using a
cutoff at p � 0.01 for the level of significance, with reference to Table 3, we can
confidently infer the following:

As can be observed, the relationship between Motivation (operationalized through
self-efficacy) and Trust is statistically not significant as P = .885 at P � 0.01. There-
fore, the null hypothesis for H1 is accepted. Even though self-efficacy predicts moti-
vation [24] and we hypothesized that trust is significantly associated with perceived

Table 1. Model Summary

Model R R square Adjusted R square Std. error of the estimate

1 .967a .935 .931 .25369

Table 2. Anova table (Dependent Variable: TRUST)

Model Sum of squares df Mean square F Sig.

1 Regression 90.977 7 12.997 201.947 .000a

Residual 6.307 98 .064
Total 97.283 105

a. Predictors: (Constant), HONESTY, MOTIVATION,
PREDICTABILITY, WILLINGNESS, RECIPROCITY,
BENEVOLENCE, COMPETENCY
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motivation in the system, this was not the case in our research. Motivation features with
regards to this e-payment system are insignificant to the trust levels of users.

There exists a statistical significant relationship between Willingness (opera-
tionalized through outcome expectations) and Trust. Here the null hypothesis for H2 is
accepted as P = 0.002, at P � 0.01. On similar lines, willingness was measured based
on outcome expectations on a paper by Compeau and Higgins [4], as it appears from
the responses, users already knew what to expect from the e-payment system and
somewhat knew what the outcome of using the platform would be.

There exists a statistically non-significant relationship between Reciprocity and
Trust. Where P = 0.060, at P � 0.01. On similar lines, reciprocity in the information
systems literature has been operationalized based on the premise of social capital.
Social capital includes physical (e.g., driving a friend to the airport), emotional (e.g.,
giving a friend a hug), and informational (e.g., giving a friend advice about a big
decision) resources, among others with expected returns at some future point; in other
words, reciprocity is a key component of social capital [6]. In a user technology
interaction such a scenario would not hold fit, as there does not exist social capital.

The relationship between Competency and Trust was statistically significantly as
P = 0.001, at P � 0.01. This was expected as high competency levels of the system
was hypothesized to enhance trust.

As expected also, the relationship between Predictability and Trust was statistically
significantly. P = 0.000, P � 0.01. It appears that users of the platform are certain of
what to expect from the platform with regards to their transactions.

The relationship between Benevolence and Trust is also statistically significant.
P = 0.008, P � 0.01. Therefore, a perception or experience of goodwill or kind
consideration from the e-payment service heightens users trust.

On the contrary the relationship between Honesty and Trust is statistically
non-significant. P = 0.079, Table 3. This implies that users perceived honesty of the
e-payment system has no impact on their relation to trust in the system. In other words,
it is of no relevance to user trust whether or not honesty hints are present in the system.

Therefore, what was important to the users was the functionalities, degree of ease of
use and efficiency of the e-payment service (competence), if the e-payment service was

Table 3. Coefficients of the latent variables (Dependent Variable: TRUST)

Model Unstandardized
coefficients

Standardized coefficients t Sig.

B Std. error Beta

1 (Constant) .027 .144 .184 .855
Motivation −.012 .040 −.008 −.290 .772
Willingness .161 .050 .140 3.189 .002
Reciprocity .109 .057 .110 1.903 .060
Competency .265 .075 .280 3.543 .001
Predictability .182 .041 .209 4.475 .000
Benevolence .180 .066 .191 2.709 .008
Honesty .121 .069 .133 1.772 .079
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designed with the user’s best interest in mind and will always operate in such a way
(benevolence), knowing that their expectations will be met (predictability) and finally
knowing that the e-payment service will proffer expected outcomes which leads to a
predisposition to interact with the system (willingness).

The results with regards to competency (which reflects the degree of ease of use and
efficient functionalities) are consistent with the study of [20], which investigated the
factors influencing Chinese users’ perception and adoption toward e-payment. Their
study revealed that the benefits users are most concerned about are the easy registration,
learnability, convenience, fast processing and usability of the e-payment.

5.1 Design Reflections

Using the socio-technical trust model (Fig. 1.) as a design critique, we examined
Remita platform for trust-enabling interactions to uncover opportunities for improve-
ment. As a result of the evaluation, we found that the platform presents good design
features, which should encourage meaningful user trust-enabling interactions but also
points out some pitfalls to be considered.

The homepage (Fig. 3) has a well-balanced color scheme which includes warm and
cool colors, the designs employs a good blend of color repetition which unifies the
service and choice colors like grey in the background gives it some seriousness and
professional feel. The cool colors give the platform an earnest, business-like ambience,
creating an impression of seriousness and professionalism.

However, the address bar (Fig. 4) shows there is no Secure Sockets Layer
(SSL) indicated, clearly stated, “Not secure”. Perhaps the indication of a lack of
security deters motivation to the existing users but however has no impact on their trust

Fig. 3. A screenshot of the welcome homepage of Remita (Color figure online)
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to use the system according to our data analysis findings. On the contrary, this may
likely hinder the trust of potential users and consequently their intention to use the
service.

We believe a simple layout instead of a complex one is the key to keeping users
interested. An effective use of white space (also referred to as negative space) com-
mands attention to the intended actions/information for users to focus on. However, the
positioning of the text fields and radio button as well as the header and footer design
(See Fig. 5), employed in the use of white space by Remita, aesthetically does not
achieve an appealing balanced to incite user’s willingness to sign up.

In contrast to Remita, (Fig. 6) the PayPal signup page shows cheerful faces;
indicating contented users of the platform, well-positioned information and a good use
of white space. This creates somewhat of an ‘halo effect’ to trusting the information
given in texts which collectively will most likely stimulate a users’ willingness to go
ahead with the sign up.

Fig. 4. Comparing Remita’s address bar secure connection to PayPal’s

Fig. 5. The pre signup page of Remita

Fig. 6. The pre signup page of PayPal
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The webpage is responsive, which can be accessed on any internet enabled device,
designed using bootstrap with nice visual flow and shows not only a variety of the uses
of Remita, (See, Fig. 7) but provides a variety of prominent citizens’ testimonials
which depicts honesty (See, Fig. 8), proving to be a competent service to help users
achieve their goals. With scrolling down the page a user finds even more motivation to
sign up and an appeal to benevolence.

With regards to predictability, there is however a slack evident. On the “About”
button drop down list, when the “your all in one app” is clicked, it appears to be a
broken link as it leads nowhere but refreshes the page. This could create a negative user
experience and might hamper a user’s confidence that the system will help him to

Fig. 7. A screenshot of other parts of the Remita homepage

Fig. 8. A screenshot of users’ testimony
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perform a desired action in accordance with what is expected. Remita provides instant
feedback through email on a customer service, which responds within 48 h and can be
contacted via phone or on their social media platforms. A design recommendation to
strengthen reciprocity would be to include a live chat in the system for onsite corre-
spondence to provide real-time support to users as it applies with Transferwise as well
as Cashenvoy (a Nigerian e-payment platform).

Furthermore, there is no means of a direct email messaging through the platform for
a quick compose and send to the site as an easy option against a user sending through
his/her email account.

We therefore, propose a redesign of the Remita platform to incorporate the missing
visual clues and characteristics highlighted, which we propose might enhance user trust
in the system. We also suggest a provision to a page showing the Remita partners e.g.
the Central Bank of Nigeria, list of associated commercial banks, companies etc. and
some well detailed user security/insurance information to boost users’ trust perceptions
and influence use of the platform.

5.2 Limitations

Our study is not without its own limitations, first, the online survey raises the problem
of generalizability. This study selected certain socio-technical indicators but some
latent factors may have an effect on trust in e-payment use. Furthermore, regarding why
motivation (self-efficacy) was statistically non-significant to trust, we could argue that
such a limitation might only be specific to our study. Since in the current study, data
was collected from users who were tech savvy and in such a situation technological
self-efficacy might not matter. Also, the current study focused only on existing users
(employing the use of a survey), the exclusion of non-users may have had an effect on
the research construct validity.

5.3 Implications and Future Work

The work undertaken and presented in this paper classified under the category of
Human Computer Trust, presents an analysis of an indigenous e-payment service used
in a developing country. The lessons derived from this study provide some implica-
tions. For the researchers, there is a need to look more closely into characteristics that
engender trust in developing countries, and this outcome is consistent with a recent
study in Nigeria [16], which drew a conclusion that trust is one of the challenges to
developers because of failures to give attention to user experience considerations.

Apparently developers in developing countries fail to employ participatory design
approaches, proper user testing, prototyping, and other Human Computer Interaction
(HCI) techniques when designing services and most importantly e-payment platforms
where users tend to be skeptical as evident in literature. We suggest for further studies;
investigating non-users’ awareness of e-payments services, here the question is ‘why
they do not use third party hosted e-payment service beside well known and insured
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financial institutions (banks)?’ Is it trust-related? If yes, then how do we enhance trust?
Else how do we address the reasons and trust alongside? This is to elicit clues, which
may have been missed in the current study. We suggest also using a mix of ques-
tionnaires and interviews for richer data, to complement and expand the results found
here. Also, data gathered revealed that over 90% of the users of the platform are
proficient in navigating and using typical computer programs for a given task. This
indicates that less tech savvy users are not using the platform; this leaves room for
further investigation.

Furthermore, perceived motivation, reciprocity and honesty have no significant
influence on users’ predisposition to trust deserve further study in the future. This
however, suggests that online payment providers should enhance user experience and
design their platforms by strengthening the significant trust indicators investigated in
this study and including users in the design process to clearly see and understand
features to engender trust.

6 Conclusions

In the current study, we employed the socio-technical model of trust [26] to investigate
the influence of trust predictors on users of on an e-payment platform in the context of a
developing country. There are two fundamental questions raised in this study, for-
mulated as; first, what are the design considerations for promoting the trust appeal
when designing e-payment systems? And secondly, what are users’ perceptions
regarding trust enabling indicators with interactions on e-payment platforms? To
achieve the answer to these questions, online questionnaires were administered to
current users of the platform and a critical evaluation of the e-payment service was
carried out.

Our study revealed that users are attentive to competency, benevolence, pre-
dictability and willingness features in the design of trust-enabling e-services as opposed
to motivation, honesty and reciprocity. The implication is that design features incor-
porating the latter factors in order to foster and enhance the trust appeal of an
e-payment system and engender the trust of users are not being supported and this
provides some opportunities for future research.

Finally, this study provides a basic framework to explore e-transaction service
models in developing countries. We encourage a trust-enabling evaluation carried out
by a UX specialist to investigate trust concerns “with users” to proffer design directions
on e-transaction platforms. Therefore, trust evaluation and redesign should be a con-
tinuous process on an e-transaction platform.

Acknowledgments. The authors would like to thank all the participants in this study as well as
the developers of Remita.
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