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Abstract 

This paper describes the practical use of ETSI test suites in the testing of an Intelligent Periph­
eral, which is the Intelligent Network node responsible for in-band speech processing - playing 
announcements and processing any in-band responses. 

Standardised test suites, which are increasingly available from ETSI, offer the potential to cut 
costs. This is achieved by reducing the need for expensive in-house test development whilst 
maintaining the testing quality through a set of approved tests which are independent of devel­
opment. 

This paper uses the experiences of testing the Intelligent Peripheral to examine whether these 
advantages are realised in practice. It describes the test suites, their test coverage, the modifica­
tions needed for test execution and the test results and metrics for the testing cycle. 
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1 INTRODUCTION 

The testing of network elements to ensure successful network operation is an expensive but nec­
essary activity. The complexity of the specifications is continually increasing and with it the 
costs of testing. Improved specifications have allowed the development of standardised test 
suites which can help reduce testing costs and provide a powerful set of protocol testing criteria 
which are independent of development. This helps to ensure the quality of the network elements 
and their successful interworking in the network. 

Increasingly, the documentation package for a protocol or network element includes both a 
functional specification and a test specification coupled to it. A number of conformance test 
specifications are available which are based on the ISO 9646 [1] methodology and are written 
in the Tree and Tabular Combined Notation (TTCN). The availability of commercial tools for 
editing, compiling and executing TTCN provided the opportunity for standardised test suites to 
be used in testing the Intelligent Peripheral (IP). 
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The IP in its network configuration is shown in Figure 1. The role of the IP is to perform in­
band speech processing for the Intelligent Network (IN). The IP is controlled from the IN Serv­
ice Control Point (SCP) using the INAP protocol. The SCP manages the service provided to the 
caller by first requesting the IP to play selected announcements and then checking the IPs re­
sponse. The latter contains the speech processed in-band response from the caller encapsulated 
in an INAP message. The IN Signalling Switching Point (SSP) connects the caller to the SCP 
and IP using the C7 National User Part (NUP) and INAP respectively. The IP processes the 
speech channels of the C7 NUP. 

INAP 
TCAP 
sCCP 

MTP 

~/ Prompt 

\ ~ .. ~--------------..} Spoken or MF4 digit res;;;se 

Figure 1: Overview of the Intelligent Peripheral 

in-band 
prompts & 
responses 

The project was split into development and test teams. The role of the development team was 
to add the Intelligent Network (IN) functionality of:-

• ITU blue book SCCP, 
• ITU white book TCAP [8] and 
• Core ETSI INAP [2] 

to an existing speech application platform. The INAP software was developed in-house whilst 
the SCCP and TCAP software was procured from an external supplier. 

The speech applications processing, C7 National User Part (NUP) and Message Transfer Part 
(MTP) had already been tested with proven in-house tests that will not be described here. The 
SCCP testing is still in progress and so is not described. 

The challenge for the test team was to test the new protocols of the IP, so that the IP was suitable 
for integration testing with a real SCP and SSP. The use of test case generation tools as de­
scribed in [9] was considered but not adopted for the following reasons:-

• The tools did not handle large systems, 
• The tools were focused towards SDL coverage not data - a vital part of TCAPIINAP, 
• "Formal" specifications in SDL were not available 

Unfortunately, the tight timescales for the IP project gave little time to develop in-house test 
suites, so there was no other option but to use the ETSI Abstract Test Suites (ATS). These were 
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at different stages of development:-

• SCCP ATS - stable and mature, 
• TCAP ATS [6] - being extensively modified, 
• INAP ATS [7] - stable and close to maturity. 

An assessment was made of the available TTCN tools based on the criteria of cost, tool support, 
testing capability and the ability to support the protocols of the IP. We chose Telelogics ITEX 
editor, and the Siemen's Kl197 tester [5]. Together these comprised:-

• protocol encoders and decoders for MTP,NUP,sCCP,TCAP and INAP, 
• a TTCN IS compiler, 
• a menu driven message building system and 
• a proven test environment. 

The processes of development and testing were kept independent within the project, so that the 
tests did not re-use any development software. Therefore, any assumptions made in the devel­
opment did not percolate into the tests thus weakening them. 

2 TESTING ME1HODOLOGY 

This section describes the methodology for the creation of test suites by standardisation bodies 
and the correction and verification of the test suites for IP testing. 

2.1 Test Suite Creation 

A necessary pre-cursor to the writing of a protocol test suite is the specification of the protocol 
in textual and graphical notation. The specification should be complete and correct (although 
not necessarily formal) to enable developers and network managers to implement the protocol 
in real equipment. 

The specification of the tests then follows, and may take several man-years to complete. The 
first and most important activity is the creation of a set of test purposes which explain the pro­
posed test method, architecture and give a precise definition of the purpose of each test. The def­
inition is in english text and cross references the protocol specification. The test purpose 
document is then used as the high-level test design document during the creation of tests in 
TTCN. Each test purpose is expanded into detailed TICN test behaviour in the test suite. The 
writing of the test suite is a skilled manual activity. The test suite is usually the last document 
to be written and is often several hundred pages long. 

2.2 Review and Transformation 

Before the test suite could be used in the IP project it was analysed using ITEX and then re­
viewed for accuracy and completeness. Enhancements to the test suite to make it suitable for IP 
testing were identified. 

The restrictions of the TTCN compiler supplied with the tester were compared against the range 
of TTCN constructs used in the test suite and the protocol layers supported on the tester. The 
un-supported constructs were assessed in order to define a strategy for the transformation of the 
test suite into a form which would execute on the target tester. 
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2.3 Test Verification 

The transformed test suite was compiled on the Kl197 for a more rigorous semantic analysis. 
Errors identified at this stage were removed before recompilation. 

The suite was verified against both:-

• a simulated system under test (SUT) and 
• the IP. 

The simulated SUT was run on one C7 port of the tester and sent protocol messages to the C7 
port running the TICN, via an external looped-back connection. This approach conveniently 
allowed TICN events to be checked. It would have been possible to have verified the tests 
against more comprehensive simulations on the Kl197, but the timescales did not permit their 
development. The test suite was further exercised by running it against the IP implementation. 
At this stage, internal and external message traces were available to be used as verification tools. 

The tester conveniently displayed execution traces of the test steps and constraints which was 
invaluable in test verification. The test suite parameters could be modified after compilation to 
configure the tests to match the configuration of the implementation under test. 

The running test suite (in this case TCAP) was connected by an internal software interface to 
the run-time operating system. The interface was comprised of a user-defmed test manager and 
special file. The test manager connected the automatic MTP layers to the special file, and could 
filter or respond to specific MTP messages. The special file was the interface between the TCAP 
test suite and the test manager, and converted TICN events into protocol messages for the test 
manager and visi versa. The special file could be easily modified to add new protocol primitives 
to the test suite. 

With the architecture as shown in Figure 2 the test manager could provide automatic SCCP, 
TCAP or INAP layers if so desired. However, since the IP only used connectionless SCCP, an 
automatic SCCP was not required and therefore the sent and received Protocol Data Units 
(PDUs) were defined explicitly in the test suite. 

r-------, r------, 
I Intelligent I I K1197 Tester I 

Peripheral 
1---------1 1--------1 
I I I I 
I I I I 
I I I I 
I I I I 
I I I I 
I I I I 
I I I I 
I I ~--- --~ 
I I I I 
I ~--~------~--~ I 
L _______ .J 

Figure 2: TCAP Test Architecture 
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3 TESTING THE TCAP LAYER 

ETSI supplied early versions of their test suite [6], which comprised 140 test cases and proposed 
the use of a test responder as the upper tester, replacing the TCAP user during testing. This was 
a remote coordinated test method [1]. The purpose of the test responder was to send and receive 
primitives from TCAP, under the control of the test suite. Test management messages for the 
responder were encapsulated in normal TCAP messages. 

3.1 Test Architecture 

The TCAP test architecture is shown in Figure 2. Test management messages to the responder 
were dermed as TTCN implicit sends, but this approach was under review by ETSI, and it was 
not clear precisely how the responder commands would be defined. Thus, owing to the demand­
ing timescales for the IP development, it was decided to design our own responder and respond­
er interface in SDL [3]. 

We decided to encapsulate the responder commands and responses in the user-defined data 
within TCAP un-structured dialogues, since the IP only made use of TCAP structured dia-
10gues.This conveniently separated the facilities ofTCAP under test from those used in testing. 
The main assumption made in testing TCAP was that the operation of structured and unstruc­
tured dialogues were independent. 

The specific responder test sequences were defined for each test, encoded on a SUN workstation 
and then added to the ATS in TTCN test suite parameters. 

Figure 3 shows a typical TTCN test case. Test steps PRE_ID and SEND_BEGIN_RI2 cause test 
management messages to be sent to the responder to reset it and then send TC-INVOKE and 
TC-BEGIN primitives to TCAP. This causes TCAP to send a BEGIN message, which is veri­
fied by the receive constraint BEGIN_R_I to give a test pass. The message sequence for the test 
including both TCAP and responder messages is shown in Figure 4. 

Line Behaviour Constraint Verdict Comments 

I +PRE_ID Reset 'lest Responder 

2 +SEND_BEGIN_Rl2 Send 'lest Responder command 

3 STARTT_WAIT Initialise Test 1imer 

4 ?BEGIN BEGIN PASS Receive BEGIN - test PASS 

5 +POST_TEST request responder test log 

6 TIMEOUT FAIL 1Imer expiry: test FAIL 

7 POST_TEST request responder test log 

8 ?01HERWISE FAIL Other receive event test FAIL 

9 POST_TEST request responder test log 

Figure 3: TCAP test case 
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UNIDIRECTIONAL 

UNIDIRECTIONAL 

BEGIN 
~ 

UNIDIRECTIONAL 

TCAP under tes Test responder 

Responder Commands 

TC-UNIRECTIONAL (1). 1) Reset 

TC-UNIRECTIONAL (2) • 

TC-INVOKE .. 
TC-BEGIN .. 

2) SEND TC-INVOKE, 
SEND TC-BEGIN, 
SEND TC-END, 

TC-UNIRECTIONAL (3). 3) replay test log 

Figure 4: Message Sequence Chart for TCAP test case 

The responder was enhanced to extract and store a TCAP dialogue identity from a received 
primitive and subsequently use it in primitive requests. The responder was also enhanced to im­
prove the verification of the primitive interface to TCAP by recording the sequence of incoming 
and outgoing TCAP primitives. The recorded sequence could then be replayed at the request of 
the tester which is the function of test step POST_lEST in Figure 3. 

3.2 TCAP ATS Enhancements 

Naming Conventions 

There was no easily comprehensible naming convention in the ATS. Several overlapping con­
ventions were present which together with the scale of the ATS made it difficult to understand. 

Problems 

There were a number of unresolved issues within the ATS:-

o whether to use structured or unstructured dialogues for responder communication, 
o the responder sequences were not all defmed, 
o where to place the test responder command within a TCAP message, 
o some tests did not assign verdicts, 
o some tests did not shut down active dialogues if the test failed, 
o sometimes the active dialogues were not returned to the idle state, 
o the ATS did not test white book facilities. 

An important issue was the tests only tested the blue book facilities supported by white book 
TCAP. Thus we made sure that the tests we ran tested white book facilities of white book TCAP. 
We ensured that test verdicts were assigned for each test and the correct state of any dialogue 
was verified at the end of each test. The tests were made robust, so that if the tests failed, active 
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dialogues were terminated. 

The ATS used many different datatypes, which were transformed into three types: integer, 
boolean and octet string. 

ASN.l on the K1197 

The Kl197 supported the majority of the ISO 9646 IS constructs but did not support 'ITCN Ab­
stract Syntax. Notation 1 (ASN.1) [4] Protocol Data Unit (PDU) and constraint definitions. Un­
fortunately ASN.I was used extensively throughout the test suite. Possible solutions were:-

• 'ITCN structured constraints, 
• octet string constants, 
• 'ITCN test suite operations. 

Structured constraints were not feasible for the variable length ASN.1 fields which were present 
in TCAP. Structured constraints could have been used if the fields had been of fixed length. 

Manually encoded octet string constants were viable but would have been of fixed length and 
thus would not support variable length fields. Additionally software maintenance would have 
been expensive. 

'ITCN test suite operations were selected. The approach needed manual coding of the test suite 
operations, but enabled software re-use in other constraints and allowed easy adaptation to other 
ASN.1 encoding formats. 

3.3 TCAP test results 

After running 140 tests, the problems discovered with the TCAP implementation were:-

• large TCAP PDUs and primitives were truncated, 
• abnormal TCAP primitive sequences were incorrectly handled, 
• the Dialogue Portion specification was easy to misinterpret, 
• transactions remained active after termination. 

These are described in detail below. 

The development of the responder messages was initially slow since the first two problems pre­
vented the transfer of responder messages through TCAP. TCAP was monitored internally to 
pinpoint the error and to help identify the problems we created protocol messages using the 
K1197 message definition facility. 

When the responder log was replayed to the K1197 at the end of a test, a loss of messages oc­
curred. The reason was that a TCAP invoke state machine was run for each unstructured dia­
logue and was still active when the same dialogue was re-used, subsequently blocking the 
sending of a unidirectional PDU. This highlighted how practical issues can impact unexpectedly 
on theATS. 

The specification of the TCAP dialogue portion was complex and took some time to understand 
before the TCAP dialogues could be successfully initiated. Once these problems were resolved 
the test suite was executed and in only a few days it was possible to run all the tests. 
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Overall the identified faults gave a clear perspective on the suppliers development process and 
showed that the lower interface of TCAP was well checked for normal and abnormal sequences. 
However the TCAP primitive interface had been checked only for a limited set of normal se­
quences. 

The metrics for TCAP testing are shown in Table 1. 

TCAP !NAP additional 
!NAP 

ETSI ATS used yes yes no 

Status of ETSI ATS draft (not draft (mature) -
mature) 

TICN compiler yes yes yes 

Test Suite execution auto semi-auto semi-auto 

Number of Tests 140 tests 50 tests 20 tests 

ATS enhancement 60 days (40%) 15 days (60%) 5 days (70%) 

Coding of test suite opera- 20 days (13%) 5 days (20%) 2 days (10%) 
tions 

Responder/Harness specifi- 10 days (6%) - -
cation 

Responder/Harness coding 15 days (10%) - -

Test Execution including 30 days (20%) 10 days 5 days 
fault removal 

Final test execution 3 days 0.5 day 0.5 day 

TOTAL man power 140 days 30 days 12 days 

Man power per test 1.0 days 0.6days 0.6 days 

Table 1: Metrics for Testing 

4 TESTING THE INAP-SRF 

The ETSI INAP test suite [7] contained over 50 IP tests and made extensive use of ASN.l. The 
ETSI test suite used the multi-party [1] remote test method. The INAP test suite also contained 
tests for the IN SSP which were not used as they were not relevant to the IP testing. 

4.1 Test Architecture 

The ATS was written to use the services of an automatic TCAP layer running under the ATS, 
which unfortunately was not available on the Kl197. The two solutions were:-

• write a TCAP emulation with an Abstract Service Primitive (ASP) interface, 
• transform the TCAP TTCN ASPs to TTCN PDUs (as in the TCAP ATS). 
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Siemens offered to provide a TCAP emulation but it was decided to transform the ATS since 
this approach would focus all of the test control within the test suite. 

The Kl197 emulated the NUP and INAP protocols and a digital telephone was connected to the 
NUP link to listen to in-band recorded announcements and to make in-band voice or keyed digit 
responses. The test architecture is shown in Figure 5. 

r---------, r---------, 
Intelligent Peripheral Kl197 Tester 

Figure 5: Test Architecture for the SRF 

A typical message sequence for an INAP-SRF test is shown in Figure 6. The test begins with a 
NUP Initial and Final Address Message (IF AM) to the IP, which then sends an INAP Assist Re­
quest Instruction (ARI) in a TCAP BEGIN. The INAP Play Announcement is then sent in a 
TCAP CONTINUE, which replies with an INAP specialised resource report in a TCAP CON­
TINUE. The IP also sends the Address Complete Message (ACM) and Answer message (ANS) 
and the call clears with a release (REL). 
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Tester Port: NUP IP under test Tester Port: INAP 

IFAM (Correlati0n.Jd) 

~ddress Complete Message 

Answer • 

Release (etc.) • 

Assist Request Instructi~ 

Play Announcement • 

Specialised Resource Report 
~ 

Figure 6: Message Flow for INAP test 

4.2 INAP-SRF ATS enhancement 

in TC-BEGIN 

in TC-CONT 

IN TC-CONT 
then pre-arranged 
dialogue 
termination 

The INAP test suite used a generic bearer call control signalling interface. Thus the ATS was 
enhanced for the specific SSP-IP NUP interface of the IP by the addition of the associated 
TTCN PDUs and constraints. 

The review of the test suite found a number of errors:-

• verdicts were not always assigned, 
• some of the message flows were incorrect, 
• call disconnection in some tests was incorrect, 
• the use of ElementarymessageID was wrong in some tests. 

The transformation of the ASP constraints to PDU constraints was straight forward, and the 
TCAP ATS PDU definitions were re-used in the INAP ATS. The TTCN ASP fields which de­
fined the INAP operations in ASN.l were each replaced by a test suite operation. It was written 
so as to use any test suite parameters, constants or variables in precisely the same form as in the 
ASP definition. Thus the operation of the transformed and original ATS were identical. 

The TTCN datatypes were converted into integer, boolean or octet strings. 

4.3 Supplementary INAP-SRF Tests 

20 new tests were written in TTCN to test:-

• BT's IN extensions and 
• call disconnection procedures. 

The metrics for these tests are shown in Table 1. 
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4.4 INAP-SRF Test Results 

The metrics for !NAP testing are shown in Table 1. 

The testing showed the benefits of test suite parameters, which could be modified interactively 
to match the values supported by the IP. The response of the IP system to un-supported values 
was not tested explicitly within the ETSI ATS, but was an important feature which was easily 
checked. 

5 DISCUSSION OF THE USE OF ABSTRACT TEST SUITES 

Table 1 shows a summary of the testing for the different protocols. It shows the time taken in 
man-days for the different stages of the testing. The percentage time for each activity is shown 
in parenthesis. 

The !NAP ATS has a metric of 0.6 days per test. The 20 supplementary !NAP tests have a sim­
ilar metric of 0.6 days, but this includes the creation of new tests which is more efficient. The 
TCAP metric of 1.0 days was twice that of !NAP, because of the time to correct the draft test 
suite (60 days) and to clear faults in the IP (30 days). If the ATS had been more mature, less 
time would have been taken and the overall metric would have improved. The metric could have 
been further improved if the tester had supported TTCN ASN.I. 

TCAP has been successfully tested using an in-house version of the ETSI test suite. A large 
number of tests have been run and problems highlighted. An equivalent in-house ATS would 
probably have taken several man-years to develop. The main limitation with the test suite was 
that only normal sequences were sent by the TCAP test responder. The use of abnormal se­
quences and large ASPs (including maximum length) needs to be considered to enhance the test 
suite. This would only be possible during TCAP testing and not during testing of the TCAP user. 

The ability to modify the test suite to match the implementation under test is important. This 
includes the selection of test suite parameters and changes to the TTCN. 

5.1 K1197 Tester 

The protocol encoders and decoders were invaluable in decoding protocol messages and in the 
creation of messages during test suite verification. Test suite parameters could be changed in­
teractively and the tests re-run without recompilation. 

The support and in-depth techuical help from the supplier was good and if any problems were 
encountered a quick and accurate response was forthcoming. The importance of good support 
in using new technology cannot be overstated. 

5.2 TTCN 

The notation of TTCN is powerful and comprehensive, however without the use of naming con­
ventions and design information, the ATS' are difficult to understand and the impact of pro­
posed changes unnecessarily time-consuming to assess. Large TTCN test suites are rather 
intimidating. 

Test engineers would adopt TTCN more readily if there was a simple guide to its use. TTCN is 



340 Part Eight Industrial Applications 

very difficult to review by those who are not fluent in it. Training in TICN is essential. 

The use of a TTCN editor was invaluable to modify and check the TICN. However because of 
TICNs spread-out nature it was sometimes easier to modify the TTCN using a text editor. 

6 CONCLUSION 

Abstract test suites from ETSI are being used successfully to test an Intelligent Peripheral. They 
have provided large numbers of effective tests, without the need for expensive in-house test de­
velopment and have helped to reduce the costs of testing. The use of standardised tests ensured 
independence from the development process and so BTs Network Interconnection Responsible 
Officer was able to approve the tests. 

The ETSI protocol documentation, encompassing functional and test specifications, was a 
sound basis for protocol testing. Unfortunately, for state-of-the-art protocols the availability of 
the test specification was somewhat delayed behind the specifications. Thus draft test suites 
were used for TCAP and !NAP. It was time-consuming to resolve the TCAP problems. Some 
practical issues had not been considered, which we felt necessary to improve, such as the em­
phasis of the white book TCAP tests being to test blue book facilities of white book TCAP. It 
was important that the functionality to be used by the IF was actually tested. The !NAP ATS 
was much easier to update. 

The abstract test suites were modified to correct errors and updated to support the specific im­
plementation and architecture under test. The TTCN tools were not as well developed as equiv­
alent specification tools and need enhancement to make them more usable, so that large and 
complex test suites can be handled effectively. 

The execution of the abstract test suite was achieved successfully, using practical techniques 
made possible by the flexibility and power of the Kl197. The absence of ASN.l support in the 
TICN compiler caused some difficulties for the TCAP and INAP testing but was overcome by 
the use of TICN test suite operations. 

The testing of the IP using ETSI test suites was successful and was probably more efficient than 
equivalent in-house test suite developments. However at the moment, standardised test suites 
are not the solution for testing all network elements. For each network element, a fresh assess­
ment must be made of the protocols and architecture to be tested, the maturity and applicability 
of the test suites and the facilities of the testers which will run the test suites. 

In the future, the standardised test suites are likely to be more widely adopted as the number of 
available test suites increase and the quality of the TICN support tools improves. 
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