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Abstract: Smart eard seeure ehannel protocols based on publie key eryptography are not
widely utilised mainly due to proeessing overheads introdueed in the
underlying smart eard microproeessors and the complexities introdueed by the
operation of a PKI infrastructure, In this paper we analyse the signifieanee of
publie key seeure ehannel protoeols in multi applieation smart eards. We
believe that multi applieation smart eard teehnology (e.g. the GlobaIPlatform
smart eard specifieation) should benefit more from the advantages of publie
key eryptography specifically for the initiation and maintenance of aseeure
ehannel. This paper introduees a publie key based eryptographic protocol for
seeure entity authentication, data integrity and data confidentiality. The
proposed seeure channel protocol uses a combination of publie key, seeret key
and the main idea behind the Diffie-Hellmann key establishment protoeols in
order to achieve the desired goals.

Key words: Seeure Channel Protocol, Publie Key Cryptography, Diffie-Hellmann,
GlobaIPlatform, Java Card, Multi-applieation smart eards

1. INTRODUCTION

In the recent years with the introduction of multi-application smart
cards it became possible to securely host multiple applications, dynamically
and securely download or delete them at any point during the card's
lifecycle. As a result, the complexity of the smart card operating system
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(SCOS) increased exponentiaIly. Similarly, the complexity of the terminal
applications increased significantly as new architectures [1, 2] emerged.
Likewise, as smart card technology evolves (the performance of smart card
cryptographic algorithms improves) and as new smart card applications are
invented the benefits of public key cryptography are widely scrutinised.

Multi-application smart card technology can benefit from the use of
public key cryptography both at the application level and in the SCOS level
e.g. with the provision of secure channel protocols based on Public Key
Infrastructures (PKI). Current versions of secure multi-application smart
card standards [6] do not fully take advantage of the benefits of public key
cryptography, specifically for the provision of a secure channel mechanism.
The reasons range from the increased prices due to the additional processing
power, up to the potentially limited performance of public key cryptographic
primitives in the current generation of smart card microprocessors, or simply
because there is no immediate need for such functionality.

The advantages and disadvantages of public key cryptography are widely
documented in the academic literature [3, 4, 5]. In this paper we propose a
public key secure channel protocol for smart cards. The protocol is based on
the weIl known Diffie-Hellman key exchange protocol and it was designed
by taking into account the processing and storage restrictions of current
smart card microprocessors. Alongside with the protocol description we also
provide a discussion on the operation and security requirements for its
suceessful and efficient operation. We believe that as the number of smart
eard applieations inereases and the nature of smart eard applieations ehanges
along with the differentiations on the operational requirements (e.g. dynamic
applieation downloading and deletion), the demand for efficient smart eard
PKI will potentially inerease.

The remainder ofthis paper is organised as folIows. Firstly, we set up the
seenery by elaborating more on motivation behind the paper along with
providing an overview of the main eharaeteristics of a multi-applieation
smart card standard, namely GlobalPlatform [6]. Subsequently, we highlight
the main characteristics of the supporting public key infrastructure required
for the successful operation of the protocol. Moving to the core idea of this
paper we present the protocol details and architectural design. In order to
provide a more complete coverage of the issues surrounding the
implementation and operation of the proposed architecture we also provide a
discussion around the seeurity properties of the protocol by highlighting
practical issues that imposed certain design decisions. Finally, we discuss
several practical issues and provide directions for further research.



An asymmetrie eryptography seeure Channel protoeol for smart eards 353

2. PUBLIC KEY SMART CARD SECURE CHANNEL
PROTOCOLS AND THE REAL WORLD

In the following sections we provide an overview of limiting factors
along with the driving forces behind the adoption ofpublic key cryptography
in multi application smart card platforms. Similarly, we highlight the main
characteristics of a widely used multi application smart card standard in
order to provide a reference point to the specifics of an existing architecture
along supporting the case for the existence of such a protocol.

2.1 Motivation

The advantages and disadvantages of public key cryptography have been
a topic of discussion for many years. The significance of public key
cryptography in smart cards, impose certain restrictions and complexities
that are unique to smart card microprocessors and the nature of the
infrastructures they operate.

A few years ago the main prohibiting factor for the utilization of public
key cryptography in smart card microprocessors was the limited processing
power of the underlying technology. However, following a number of
significant improvements both at the hardware [24] and software level [20,
21, 22] the operation and performance of public key cryptography in smart
card microprocessors has improved significantly.

The nature of smart card applications is also changing. There are
instances, in which public key cryptography specifically for the
establishment of a secure channel might be considered beneficial e.g. when
two unknown parties want to establish keys and protect subsequent
communications. Another example can be drawn by the nature of the fact
that secure channels are normally used for personalization or in order to
protect post issuance operations (e.g. applicationlcard management functions
[6], protection of application or smart card operating system (SeOS) data
[25]).

Although the significance of public key cryptography in a smart card
environment cannot be underestimated at the same time the drawbacks are
negligible. For example, a secure channel protocol designed specifically for
smart cards has to be as lightweight as possible, depending of course on the
underlying security and operational requirements. Furthermore, in order to
improve the required performance and fulfill the security objectives, a
combination of cryptographic primitives and algorithms might be used.
Finally, further constraints arise from the fact that a public key based
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architecture requires the existence of a public key infrastructure (PKI) [26]
for the management keys and certificates.

Our proposed protocol aims to fulfil some of the aforementioned
requirements. It is designed by keeping in mind the performance
requirements and operational characteristics of smart card microprocessors.
Although there is a plethora of public key cryptography secure channel
protocols [33], most of them are not specifically designed by taking into
account the specific characteristics of smart cards. For example, smart card
microprocessors have limited communication buffers, often ranging between
190-255bytes. Therefore, if a protocol requires a large number of messages
to be exchanged between the card and an off-card entity this will add to the
communication and processing overheads [32]. Furthermore, the nature of a
public key infrastructure requires the existence of cryptographic key
certificates. For example, if a protocol requires regular checks in order to
identify whether certificates are revoked or expired this might add to overall
protocol security but on the other hand it will potentially complicate its
mitigation in smart card environment.

The proposed solution does not claim to introduce a protocol based on
new cryptographic techniques. Instead it is an implementation adaptation of
existing cryptographic primitives and techniques which are carefully
selected in order to be used in a smart card environment. Before moving
into the details of the proposed architecture, we highlight the main
characteristics of a multi aplication smart card platform .

2.2 An Overview of GlobalPlatform Card Specification

In this section we highlight the main characteristics and the core
components of the GlobalPlatform (GP) card specification [6], as a typical
example of a multi application smart card architecture that could benefit
from the utilization of the proposed protocol. Please note that among the
main reasons behind the description of the GlohalPlatform architecture is
that it provides the necessary functionality (e.g. secure storage of keys, key
management, etc.) required by the protocol. However there are no
restrictions or prerequisite for a specific type of smart card technology as the
protocol could be utilised and implemented either at the application or at the
(SCOS) [7, 8] level irrespectively of the characteristics of the underlying
smart card microprocessor.

The GlohalPlatform smart card architecture is comprised of a number of
on-card components that offer secure multi-application card management
functionality at any given point during the card's lifecycle. Furthermore, the
GlohalPlatform smart card architecture is closely coupled with the Java card
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[9] technology although there are no restrictions on it's portability to other
smart card platforms [10, 11].

The functionality provided by the underline card management system
includes the necessary mechanisms (e.g. secure channels [12]) that enable
secure communication with the outside world. A secure channel is a
mechanism that allows a card and an off-card entity to authenticate each
other and establish session keys in order to protect the integrity and
confidentiality of subsequent communications.

The GlobalPlatform card specification defines two protocols which are
used to establish a secure channeI. SCPO1 is defined in Appendix D of the
GlobalPlatform card specification as a symmetric key protocol that provides
three levels of security (i.e. mutual authentication, integrity and data origin
authentication, confidentiality). The details of the other secure channel
protocol (SCP02) can be found in Appendix E of the GlobalPlatform card
speeifieation. The two protoeols use symmetrie key eryptography for the
authentieation, establishment of session keys and proteetion of subsequent
eommunieation between the eard and the outside world. Although, the
existing protoeols are mainly used for eard eontent management purposes
they ean also be used by applieations for seeure eommunieations. For
example, seeure eommunieation between a eard and an off-eard entity is
eonsidered neeessary whenever a sensitive operation (e.g. during
eryptographic key exehanges) is about to be performed.

Another main component of GlobalPlatform is the notion of seeurity
domains. GlobalPlatform security domains are the on-card representatives of
the eard Issuer or an applieation provider. It is the seeurity domains that
allow Issuers to share control, over selected portions of their eard, with
approved partners. Additionally, security domains are responsible for
eryptographie functions and key handling/separation functionality. In terms
of communicating with the off-card entity in a secure way the security
domains implement different seeure channel protoeols, as aforementioned.
For the purpose of this paper we will be using the notion of a seeurity
domain as a meehanism that will seeurely store keys and eontrol aeeess to
the secure ehannel mechanisms.

The GlobalPlatform smart eard specifieation is beeoming the de-facto
meehanism for secure applieation handling especially for Java eards [9] used
in the GSM [28] and finanee sectors [27]. There are currently on going
diseussions in order to enhance the funetionality offered with the provision
of additional seeure ehannel protoeols based on public key eryptography. In
the following seetions we present the main charaeteristies of the proposed
protocoI.
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3. THE PROPOSED PUBLIC KEY ARCHITECTURE

In a multi application smart card usage scenario the entities that are likely
to get involved in a communication session with the card are the Issuer and
any Application Provider who has a business relationship with the Issuer.
Given the number of the entities involved, there is clearly a need for a
Public-Key Infrastructure (PKI) [29, 30] that assists these entities in
managing their keys and supports the security functions of the proposed
protocol. The supporting functions of a PKI include key certification,
authorisation of participating entities, and the ability of a participating entity
to have multiple keys.

In this section we highlight the main characteristics of a PKI for
supporting the protocol described in this paper. For simplicity and in order
to sustain the practicality of the overall architecture the description of the
proposed infrastructure will provide examples linked with the GP
architecture as described above. Furthermore, we also assume that adequate
key and entity management procedures are in place.

According to the proposed infrastructure, each participating off-card
entity (being an Issuer or an Application Provider) has a key pair (namely
certification key pair) which is used for the certification of other keys. The
public key of this key pair is securely loaded on the card (e.g. in a security
domain that represents the off-card entity on the card). The corresponding
private key is used for the certification of RSA public encryption keys
(which are used for the establishment of asecure channel). These certificates
bind the included public key to the entity that is authorised to use this public
key encryption key during the establishment of asecure session. As an
alternative, the certification key pair might belong to a Certification
Authority, which has a business relationship with the off-card entity.

Seeure loading and replacement of these keys can take place by
establishing a secure channel that will enable the secure transfer of keys to
the card (e.g. by using the Put Key command as described in the GP
specifications). Initial keys for the Issuer can be hard-coded (e.g. masked in
ROM) and used, during the personalisation phase, for the loading of the
public certification keys. Loading of the public keys for Application
Providers has to be done in asecure way (e.g. during the loading of the
corresponding GP security domains or during the personalisation of these
security domains). Following the loading of these certification keys, any
public encryption key that belongs to an entity recognised by the security
domain and is certified using the certification private key can be used for the
establishment of asecure channel.

Given the proposed infrastructure, the card (or a security domain) is able
to tell whether the key presented to it belongs to an entity that is authorised
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to establish aseeure ehannel by verifying the eertifieate. For instanee, if the
eertified key belongs to an Applieation Provider and is eertified using the
eertifieation key loaded on the Applieation Provider's logical spaee in the
eard (e.g. a seeurity domain) then the off-eard entity is authorised to
establish aseeure session with one of the applieations belonging to this
Provider.

To strengthen the seeurity provided by this seheme and eonsidering that
the off-eard entity might use the eertifieation key pair to eertify keys not
used by this protoeol, eertifieates have to explieitly state that the eertified
keys are authorised to be used for the establishment of aseeure ehannel. This
explicit authorisation is granted when specified in one of the eertifieate
extensions. Given an Issuer who would typieally have many eertified keys
for different purposes, there is c1early a need to proteet the eard from
aecidental or deliberate misuse of a key that is not authorised for this
purpose. Therefore, the eard should only use those keys that explicitly state
in a dedicated extension that they ean be used for eommunieations with the
eard, and more speeifieally, for establishing aseeure ehannel.

Apart from the off-card entities' RSA publie eneryption keys, the
proposed protoeol requires eaeh eard to have one or more Diffie-Hellman
keys [12]. There are two options for the eertifieation ofthese keys; either the
eard has a single key pair whieh is eertified by the Issuer and shared among
applieations (or seeurity domains) that exist on the eard, or eaeh applieation
(or seeurity domain) has its own key pair eertified by the entity it belongs to.
The seeond option provides more flexibility as it allows the eorresponding
entity to speeify the format based on their applieations requirements. Given
that none of these approaehes introduee any risks to the seeurity of the
protoeol it is up to the issuer's diseretion to adopt either of these options.
Please note that the infrastrueture required for supporting the eertifieation
and verifieation of these keys by the participating off-eard entities is beyond
the seope ofthis paper.

4. A PUBLIC KEY SECURE CHANNEL
ESTABLISHMENT PROTOCOL

In this seetion we present a protoeol that utilizes well-established publie
key teehniques for mutual authentieation and key establishment between a
smart eard and an off-card entity based on the Diffie-Hellman key agreement
protoeol and a eombination of symmetrie and asymmetrie eryptography. The
established session keys are used for providing integrity and eonfidentiality
on the exehanged messages. For this protoeol the following requirements
must be satisfied:
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1. All entities share public values p and a, where p is a large prime
number and a is an element of large prime multiplicative order
modulo p. We will write cf for (cf mod p) throughout.

2. Each card has a Diffie-Hellman key agreement key pair . More
specifically, card C has private key agreement key y with
corresponding public key cl. The card's key pair can be either
generated off-card by the issuer or the application provider and
subsequently loaded onto the card, or it can be generated on-card
(if the functionality is provided by the card). In either case the
public key has to be certified by the corresponding off-card
entity, i.e, the issuer or an application provider.

3. The host has an RSA public encryption key (HPEK), which is
certified by the corresponding certification authority.

4. The card and the host share a symmetric cryptosystem and two
different key generation functions (e.g. a one-way function) /1
andj2.

5. The card is capable of generating pseudorandom numbers.
6. Each security domain on the card has a trusted copy of its

owner's (issuer or application provider) public certification key
whose corresponding private key is used by the off-card entity
for issuing certificates.

The proposed protocol, which involves a host (off-card entity) Hand a
card C, consists of the following steps (please note that messages in brackets
are considered optional):

1. The host initiates the protocol by generating a random secret x, 1 ~ x ~ p­
2, and computes aX

• The host sends (e.g. as part of the INITIALIZE
UPDATE command) the computed value aX

, together with its public
encryption key certificate Cert(HPEK):

H -7 C: e, Cert(HPEK), {options}

where options is used by the host to inform the card on certain
communication requirements (e.g. protecting certain card details and
whether the card has to return to the host the certificate on its Diffie­
Hellman public key or just the certificate's identification number).

2. On receipt of the message the card verifies the certificate Cert(HPEK)
using the preloaded public certification key of the corresponding off-card
entity. If the certificate verification is successful and the entity is pre-
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authorised (e.g. the entity possesses a security domain) then the card
generates the following: a random value randC and if the options field
sent by the host requires anonymity the card generates a session key K1
and encrypts its Diffie-Hellman certificate (Cert(C-DH) using this key
(encryption is done using a symmetric cryptosystem). Note that, if
neither the card, nor the host require anonymity the card still has to send
its certificate or the certificate's serial number (CSN) but this time in
clear. The card, using the host 's public encryption key HPEK, encrypts
the random number randC, the CSN, and if encryption of Cert(C-DH) is
required, the key K1, and sends the following response to the host:

C -7 H: EHPEK(randC, {Kl} , CSN), EK1(Cert(C-DH»

where EK(M) denotes encryption of message M using key K, and CSN is
the card's unique identifier. Kl is the output of a key generation function
f1 whose input is the shared Diffie-Hellman key (fY, i.e. K1 = f1 (d>').

3. On receipt of the card's response the host decrypts the first encrypted
message using its private decryption key and extracts the random value
randC, the optional key value K1 and the CSN. If anonymity was a
requirement , which implies that the card's certificate is encrypted, the
host decrypts the received certificate and checks its validity. Following
that, the host generates the shared key aXY using the card 's public Diffie­
Hellman key and the secret value x that the host generated, and verifies
that the key K1 used to encrypt the certificate was the output of the key
generation function 11. The calculation of the shared secret and the
correct verification of K1 enables the host to authenticate the card. The
host sends (e.g. with the EXTERNAL AUTHENTICATE command) the
following encrypted, using asymmetrie cryptosystem, message that
consists ofthe random value randC and the optional session keys:

H -7 C: EK2(randC, {session keys})

where K2 denotes the output of a key generating functionj2 which takes
as input the shared Diffie-Hellman key d Y, i.e. K2 = 12 (d>'). The
optional session keys, if sent to the card, will be used as the session keys
for the established session. This is useful during card personalisation and
card updates where the off-card system has pre-computed the messages
to speed up the process. Note that if the off-card entity does not send
session keys, a similar key generating function can be utilised for the
generation of session keys (which will be used to provide integrity and
confidentiality for the exchanged messages).
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4. On receipt of the above message the card generates the temporary key
K2, decrypts the received message, and checks whether the random
number included in the message matches the number that the card sent to
the host. This check proves to the card that the message is not a replay of
an old message.

If all the steps are successful, the host and the card will use the
established session keys (or the keys provided by the host in step three of the
protocol) for the protection of exchanged messages throughout this session.

5. PROPERTIES AND SECURITY ANALYSIS

The proposed protocol provides mutual authentication and session key
establishment between the communicating entities, i.e. an off-card entity and
the card. The established session keys can be used to optionally provide
integrity and message authentication as weIl as confidentiality on subsequent
communications. Although the protocol is based on public key techniques it
takes into account the restricted computing resources offered by a smart card
(as briefly described in the previous sections). Therefore, the number of
expensive computations (like the ones required by public key cryptography)
are minimised to avoid processing overheads.

One of the factors that could affect the number of expensive
computations was the choice of the Diffie-Hellman keys. Diffie-Hellman
keys can be of two flavours; either long term, preferably certified, keys or
just short term keys that are typically used for a single session. The card's
Diffie-Hellman key pair is fixed so that to avoid the computational overhead
required for the generation of a new key pair (a relatively computationally
expensive operation for a smart card given that the card has this capability)
for each session. However, it is assumed that the host possesses the
computational resources for computing and storing a large number of key
pairs. For that particular reason it uses a new key pair (for each
communication), as opposed to a fixed certified one, so that to avoid one
more certificate verification on the card. Note that the host can generate
these keys in advance to avoid delays introduced by the generation of these
keys during the establishment of a secure session.

5.1 Compromise ofCryptographic Keys

Among the main issues surrounding the deployment and operation of a
security protocol is the compromise ofthe scheme's private keys. If a card's
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Diffie-Hellman key pair is compromised it is the Issuer's decision whether
to terminate or block this card, or simply update this card's Diffie-Hellman
key pair. In the GP analogy if the key belongs to an Application Provider's
security domain the Application Provider has to simply update this key by
using the Put Key command.

If an off-card entity's RSA encryption key pair is compromised, the off­
card entity has to perform the following actions in order to prevent further
use of the compromised key by a malicious user:

1. The off-card entity has to generate a new certification key pair, which
will replace the one used to certify the compromised key.

2. The off-card entity has to generate a new RSA encryption key pair and
certify the public key of this key pair using the new private
certification key. Note that if the issuer has issued multiple
certification keys, it then has the option not to generate a newly
created key pair but use an existing one.

3. All the cards that carry the old public certification key have to be
updated with the new public key. As soon as the cards obtain the new
certification key they will be able to reject certificates that were
created using the compromised key.

Replacement of the certification key pair is also deemed necessary when
RSA public encryption key certificates are due to expire to ensure that a key
is not used beyond its expiration date. The off-card entity can use the above
method to replace these keys.

An off-card entity, being the Issuer or an Application Provider, can have
multiple RSA encryption key pairs to avoid unnecessary exposure of a single
key. Given that the public key of this key pair is certified by a certification
private key whose public counterpart is loaded on the card, the card will be
able to verify this key and use it for the establishment of the secure channel.
Off-card entities can also use multiple certification keys. In that case,
however, the off-card entity has to have access to information that will assist
it in the choice of the correct public encryption key certificate, prior to
initiating the establishment of a secure channel. In the GP analogy this
information can be part of the security domain management data provided to
the host as a response to a SELECT command as defined in [6].

5.2 Protocol Efficiency

It can be argued that protocol is relatively heavy, especially when
compared with corresponding symmetric key protocols. However, the
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advantages that public key cryptography has to offer will have to be
balanced with the expected processing and architectural overheads. A direct
comparison with similar smart card public key protocol (addressing
analogous security concerns and with comparable functionality) is not
possible due to the fact that most of them are not public1y available. Most of
the public1y available smart card secure channel protocols are based on
symmetric cryptography techniques.

However, by taking into account the performance of cryptographic
algorithms as defmed in [31, 32] we can provide some indicative estimates
on the performance of our cryptographic protocol, please refer to Table 1.

From the above table we can observe that cryptographic operations ofthe
protocol can be completed in less than a second. Please note that this figure
does not inc1udethe time spent by the SCOS to form the messages according
to the protocol requirements and also move any data from EEPROM to
RAM and vice versa. Furthermore, it does not inc1ude any performance
measurements for the transmission of APDUs as required in each step in the
protocol. However, they give an indication as to how much time is spent in
the cryptographic part of the protocol.

Table 1. Performance of the Cryptographic Protocol According to
Theoretical Timmings.

Operations
Approximate
Timines (ms)

• An RSA signature verification for the host certificate -160
verification

• A random generation (RandC) -30

• An RSA encryption for encrypting the RandC, the -250
card CSN and the key K1.

• A DH computation of a shared secret value gl\xy -300

• A secret key encryption for the encryption of the card -10
certificate cert(C-DH)

• One computation for f1 -10

• One computation for f2 -10
- 770ms

Furthermore, in order to successfully verify the actual performance
details of the protocol we are currently, experimenting with its development
in a Java card Ver. 2.1 [18] and GP 2.1 platform [19]. We believe that in the
fmal version of the paper we will also have obtained the required
performance measurements which will be inc1uded as another section (i.e.
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perfonnance measurements from a Java card implementation of the
protocol) in the paper.

6. CONCLUSIONS

In this paper we have outlined the necessity and importance of using
public key based cryptographic protocols for the establishment of secure
channels in a multi application smart card environment. Although public key
protocols were not widely used in smart card microprocessors due to their
limitations in processing power, recent technological improvements [14, 15]
along with improvements in the operation of cryptographic algorithms [16,
17], make the whole idea more attractive and more feasible.

The core of this paper is dedicated in the development of seeure channel
establishment protocol that uses standardised public-key techniques (e.g.
Diffie-Hellman) in order to provide mutual authentication and key
establishment. The supporting infrastructure required to sustain the
protocol's cryptographic operations is also defined. The proposed protocol,
which benefits from the advantageous key management functionality
provided by public key cryptography, can be utilised in any smart card
microprocessor. It can be used both by the underlying seos and by smart
card applications. More importantly, it can also be smoothly integrated in the
architecture of existing multi application smart card technologies as in the
case ofOP.

The future demands for public key smart card protocols will increase
taking into account the needs and architectural/business models of various
security sensitive applications. We are currently experimenting with the
theoretical and practical implementation details around the design of public
key secure channel protocols (e.g. based on elliptic curve cryptography) and
also compare their perfonnance with other existing protocols.

REFERENCES

1. PC/SC Workgroup, "Specifications for PC-ICC Interoperability", www. smart
eardsys .eom

2. OpenCard Consortium , "OperrCard Framework Speeifieation OCF", www.
openeard.org

3. B. Sehneier, Applied Cryptography, Second Edition , John Wiley & Sons, 1996.
4. W.Rankl, W. Effing, "Smart Card Handbook ", John Willey and Sons, 1997.
5. A. Menezes, P. van Oorsehot , S. Vanstone , "Handbook of Applied Cryptography",

Boea Raton CRC Press, 1997.



Konstantinos Rantos and Konstantinos Markantonakis

GlobalPlatfonn, "Open Platfonn Card Specification", Version 2.1. June 2001.
http://www.globalplatfonn.org.
P. H. Hartel and E. K. de Jong Frz. "Smart cards and card operating systems". In J.
Bartlett, editor, UNIFORUM'96, pages 725--730, San-Francisco, California, Feb
1996. Uniforum, Santa Clara, California.
Constantinos Markantonakis, "The Case for aSeeure Multi-Application Smart Card
Operating System", Springer-Verlag Lecture Notes in Computer Science VoI. 1396.
Javasoft, "Java cardPlatfonn Specifications", Version 2.2, September 2002,
http://java.soo.com!products/javacard/specs.html
Microsoft, "Windows for Smart Card", http://www.microsoft.comIHWDEVffECH
/input/smartcard/
MAOSCO, "MULTOS Reference Manual Ver 1.2", http://www.multos.com!
International Organization for Standardization, Geneve, Switzerland. lS0lIEC
7816--4, Information technology-Identification cards-Integrated circuit(s) cards
with contacts-Part 4: Interindustry commands for interchange, 1995.
W. Diffie and M. Hellman, "New direetions in cryptography", IEEE Transactions
on Information Theory, 22:644-654, 1976.
R. Ferreira, R. Malzahn, P. Marissen, J.-1. Quisquater and T. Wille, "FAME: A 3rd
generation coprocessor for optimising public key cryptosystems in smart card
applications",Smart card Research and Advanced Applications -- Cardis '96, PubI.
Stichting Mathematisch Centrum, pp. 59-72, 1996.

15. T. Boogaerts, "Implementation of Elliptic curves cryptosystems for smart cards",
CARDIS 1998, 14-16th September 1998.

16. Helena Handschuch, Pascal Paillier, "Smart Card Cryptoprocessors for Public Key
Cryptography", In Springer Verlag. Third Smart Card Research and Advanced
Application Conference- CARDIS'98, September 1998.

17. Guillou L.C, Ugon M, Quisquater J.J, 1991, "The Smart card (A standardised
Seeurity Deviee Dedicated to public Cryptology)", Contemporary Cryptology: The
science oflnfonnation Integrity, ISBN 0879422777.

18. Gemplus, GemXpressoRAD, Gemplus, 2003.
19. Giesecke & Devrient, StarSIM Developer Suite, G&D 2003.
20. Jean-Sebastien Coron, Mare Joye, David Naccache, and Pascal Paillier , "Universal

padding schemes for RSA" in Yung, Ed., Advances in Cryptology -­
CRYPTO 2002, voI. 2442 of Lecture Notes in Computer Science, pp. 226-241,
Springer-Verlag, 2002

21. Sebastien COlOn, David MRaihi, and Christophe Tymen, "Fast generation of pairs
(k,[k]P) for Koblitz elliptic curves" by Jean In S. Vaudenay and A.M. Youssef,
Eds., Selected Areas in Cryptography, voI. 2259 of Lecture Notes in Computer
Science, pp. 151-164, Springer-Verlag, 2001

22. Mare Joye, Pascal Paillier, and Serge Vaudenay "Efficient generation of prime
numbers" In <;.K. K09 and C. Paar, Eds., Cryptographic Hardware and Embedded
Systems - CHES 2000, voI. 1965 of Lecture Notes in Computer Science, pp. 340­
354, Springer-Verlag, 2000

23. R. Ferreira, R. Malzahn, P. Marissen, Jean-Jacques Quisquater, T. Wille, FAME: A
3rd generation coprocessor for optimising public key eryptosystems in smart eard
applications, In P. H. Hartel et aI., editor(s), Smart card Research and Advaneed
Applications -- Cardis '96, pages 59-72, 1996

24. UCL, "A Smarter Chip for Smart cards", www.dice.ucl.ac.be/cascade, 1996

364

6.

7.

8.

9.

10.

11.
12.

13.

14.



An asymmetrie eryptography seeure Channel protoeolfor smart eards 365

25. Konstantinos Markantonakis, "Secure Log File DownIoad Mechanisms for Smart
Cards", Third Smart card Research and Advanced Application Conference
(CARDIS'98) , September 14-16 1998, UCL Louvain-La-Neuve-Belgium, Final
proceedings to be published by Lecture Notes in Computer Science, volume 1820.

26. ISOIIEC 11770-3, "Information technology -- Security techniques -- Key
management -- Part 3: Mechanisms using asymmetrie techniques", ISO 1999.

27. Laura Geele Wang, "Smart Visa and Java Technology", http://java.sun.com/
features/200l/06/visa.html , June 04, 200I

28. 3GPP, "GSM 03.48 Digital cellular telecommunications system, SIM Toolkit
Secure Messaging", http://www.3gpp.org/ftp/tsg_cnlWG4-protocollars/Temp/
SMG%2323/TDocs/P-97-790.pdf

29. ISOIIEC 11770-1, "Information technology - Security techniques - Key
management - Part I: Framework", 1996

30. ITU-T X.S09, "The directory - Public key and attribute certificate frameworks",
(2000)

31. Helena Handschuh, Pascal Paillier, "Smart Card Crypto-Coprocessors for Public­
Key Cryptography", The Technical Newsletter RSA Laboratories, Vol I, Number
I, Summer 1998

32. Konstantinos Markantonakis, "Is the Performance of the Cryptographic Functions
the Real Bottleneck?", IFIP TCII 16th International Conference on Information
Security (IFIP/SEC'OI), June H-B, 2001, Paris, France, In "Trusted Information :
The New Decade Challenge" . Kluwer Academic Publishers , ISBN 0-7923-7389-8,
pages 77-92

33. Colin Boyd, Anish Mathuria, "Protocols for Authentication and Key
Establishment", Springer Verlag in Information Security and Cryptography, June
15,2003


